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Aim of the program 
· to define the rules of management systems certification in accordance with ISO 9001 and/or ISO 14001 and/or ISO 45001 and/or PN-EN ISO/IEC 27001:2017 i/lub ISO/IEC 27001:2022standards applicable in Pomorskie Centrum Certyfikacji Sp. z o.o.
· to provide Customers with information required for preparation for the management system certification 
1. Terms and definitions
Audit – a systematic, independent and documented process of gathering audit evidence as well as its objective evaluation in order to define the extent to which audit criteria have been met.
Common audit – a common audit is a situation in which a least two auditing organizations cooperate to conduct an audit at one Customer’s location.
Joint audit – a joint audit is a situation in which a Customer is audited jointly with reference to the requirements of two or more standards concerning management systems.
Integrated audit – is a situation in which a Customer integrated implementation of the requirements of two or more standards regarding management systems into one management system and is audited with reference to more than one standard.
Audit criteria - a set of policies, procedures or requirements used as a reference, to which audit evidence is compared.
Audit evidence - records, fact statement or other information which is essential with respect to the audit criteria and verifiable.
Scope of the audit - area and borders of the audit. It includes a description of physical locations, organizational units, activity and processes, as well as timeframes.
Audit time – time required for planning and performance of a complete and effective audit.  
Duration of the audit – part of the audit time allocated to conducting audit activities from the opening meeting to the closing meeting. 
Audit day (a/d) - the time of an audit day is usually 8 hours and may include a meal break (in accordance with the national legislation). A work day lasting longer than 8 hours is acceptable only in the case of shift work for the purposes of effective auditing of activities conducted during a given sift.
Customer – is an organization which is applying for an appropriate certificate of compliance of its management system with the reference standard or an organization that has such a certificate. 
Nonconformity – a failure to meet requirements.
Major nonconformity - failure to meet requirements which affects the ability of the management system to achieve desired results. Nonconformity may be classified as major in the following circumstances:
· if there are any considerable doubts as to whether the supervision of the process is effective or if the goods or services will meet specified requirements,
· a certain number of minor nonconformities related to the same requirement or result may point out to a systematic error, and by that constitute a major nonconformity.
Minor nonconformity - failure to meet requirements, which does not affect the ability of the management system to achieve targeted goals.
2. Requirements for organizations applying for management system certification
The condition that is necessary to begin the process of management system certification is documented, implemented and already functioning management system in accordance with the requirements of the reference standard, e.g. PN-EN ISO 9001:2015-10 and/or PN-EN ISO 14001:2015-09 and/or 45001:2018 and/or PN-EN ISO 27001:2017-06 per/or ISO/IEC 27001:2022.
Pomorskie Centrum Certyfikacji Sp. z o.o. grants certification based on:
· collected objective pieces of evidence which confirm effective implementation of the management system with requirements of the reference standard, own requirements agreed by the organization (procedures, instructions, guidelines), the ability to meet all legal requirements.
· corrected nonconformities and verification of effectiveness of adopted corrective measures (Pomorskie Centrum Certyfikacji Sp. z o.o. consults the Customer on the date and method of control).
If during the surveillance audit or re-certification the nonconformities are confirmed, they should be effectively rectified within time period agreed with Pomorskie Centrum Certyfikacji Sp. z o.o.
Should it not take place in the agreed time, Pomorskie Centrum Certyfikacji Sp. z o.o. may limit, suspend or withdraw the certification. Time allocated to performing corrective measures depends on the importance of nonconformity and degree of risk with respect to meeting the requirements.
3. Certification requirements
Confidentiality
Any and all persons engaged in the certification of the Customer’s organization are obliged to maintain confidentiality of information obtained during performance of actions for Pomorskie Centrum Certyfikacji Sp. z o.o. The auditors and experts have signed agreements, in which they declare compliance with the rules of confidentiality of information. In Pomorskie Centrum Certyfikacji Sp. z o.o. the Code of Ethics, which also raises the issues of confidentiality, applies. The staff of Pomorskie Centrum Certyfikacji Sp. z o.o. signed the above-mentioned document. Before the certification audit under the ISMS (ISO 27001:2013 or ISO/IEC 27001:2022), Pomorskie Centrum Certacji Sp. Zoo. obtains information from the client or information regarding the ISMS (e.g. ISMS records or any type of information about the operation or effectiveness of security measures cannot be made available to the audit team for review because they contain confidential or executive information. If it is determined that the audit team does not have access to the information diagnostic tests by the client, which enable the process to be carried out effectively, the Pomeranian Certification Center Sp. z o. o. has the client unable to check the audit tests if one access condition has not been ensured

Application for certification

The application for the management system certification is available on the Internet website of Pomorskie Centrum Certyfikacji Sp. z o.o.  – www.eccsc.pl. 

The Customer completes the form and sends it to the official address of Pomorskie Centrum Certyfikacji Sp. z o.o. The Staff registers the application in the right register, and it is subsequently reviewed by a competent employee.

The review of the application and preparation of the offer on its basis is free and non-binding.
During the transitional period (from 2022-10-31 to 2025-10-31) related to the implementation of the requirements of the ISO/IEC 27001:2022 standard to certified information security management systems, if the Organization's request involves the need to conduct a special audit in which transition to requirements occurs, evaluation criteria are established as part of the application review. The selection of criteria depends on the location of the special audit in the certification cycle, the interval between the preceding audit, the type of this audit, and the results of the assessment in the last audit. Only the requirements of the new standard may appear as compliance assessment criteria in a special audit.

Preparation of an offer

Based on the information contained in the application for certification an offer for certification services is prepared. After accepting the conditions presented in the offer, a certification services agreement is prepared.

Preparation for the audit

Based on the data included in the application regarding the specific nature of the business, a competent person selects an auditing team and that fact is recorded in a specific form. The makeup of the auditing team are accepted by the audited organization. At the Customer’s request additional information concerning competences of the auditing team are provided. The Customer has the right to submit remarks as to the makeup of the auditing team if there are any justified indications, e.g. the possible risk to impartiality of evaluation. 

The time required to perform evaluation of the Customer’s management system is established based on the size of the organization, number of locations, number of employees covered by the certification, the complexity of the processes executed by the organization, as well as other factors dependent on the selected reference standard. The audit time is agreed in accordance with the requirements specified in the document “Obligatory document IAF regarding establishment of audit time QMS and EMS” (IAF MD 5:2023 edition 3, IAF MD 1:2023 edition 2, IAF MD 22:2023 edition 1 and standards PN-ISO/IEC 27006:2016-12, ISO 27006:2015/amd 1:2020 )
Pomeranian Certification Center Sp. z o. o. agrees with the Client whose organization is to be certified on a convenient date to best present the full scope of the organization. For example, the time of year, month, day/date and change are taken into account.

Initial certification audit

Initial certification audit always consists of two stages. The audit is conducted in accordance with the applicable Customer Auditing Procedure.

Initial certification audit stage 1
The first stage of the audit is conducted at the Customer’s location in order to:

( review documented information of the organization’s management system, 

( evaluate conditions specific for the location, 

( conduct interviews with the staff of the organization to define readiness for the second stage of the audit,

 ( conduct the review of the status of the organization and understanding of the reference standard requirements, especially with respect to key results of actions or significant aspects, processes, goals and functioning of the management system. 

( collect necessary information about the scope of the management system (with particular attention to the PKD codes (Polish Classification of Activity)), customer location, applied processes and equipment, methods of surveillance, applicable legal and regulatory requirements), 

( conduct a review of resource allocation to the second stage and establishment of details of the second stage, 

( focus on planning the second stage of the audit by achieving sufficient understanding of the organization’s management system and activity it performs in a given location in the context of the standard regarding the management system or other normative document, 

( evaluate planning and execution of internal audits and reviews of management as well as whether the level of the management system implementation justifies readiness of the organization for the second stage of the audit.

Results from the first stage are provided to the Customer in the form of a report. Information obtained during stage 1 of the audit allow the Auditors for correct preparation of the plan for stage 2 as well as making a decision about time interval between stage 1 and stage 2.

Initial certification audit stage 2
The audit in stage 2 of the initial certification conducted by Pomorskie Centrum Certyfikacji Sp. z o.o. always takes place in the Customer’s office to confirm compliance and effectiveness of the implemented management system with the requirements of the standard. The audit is conducted on the premises of the organization and verifies existing procedures of the organization in terms of compliance with the standard, legal requirements and other rules that apply to the management system. 

Moreover, the second stage of the audit comprises:

- information and evidence of compliance with all the requirements of the reference standard 

- monitoring, measurements, reporting and reviewing achievements in terms of key

goals and tasks,

- the ability of the organization’s management system and the manner of its functioning with respect to fulfillment of applicable legal, regulatory and contractual requirements,

- operational supervision of the processes in the organization,

- internal audits and management reviews,

- management’s responsibility for the organization’s policy.

During the audit, at the closing meeting, the Lead Auditor presents conclusions to the Customer, gives explanations regarding the arrangements made during the audit without giving advice or providing consultations.

Remote audits

The audit process may be conducted with the use of remote auditing techniques, i.e. an interactive cooperation with the use of the Internet, online meetings, teleconferences and/or electronic verification of customer processes. A remote audit may not last longer than 30% of the planned audit time. 

Audit report

The conclusions of an audit are recorded by the auditors in the form of a report, which is sent to the office of Pomorskie Centrum Certyfikacji Sp. z o.o. The report is subject to an analysis by the CEO and/or the Technical Committee. Next a decision is made about granting or refusal to grant the certification. A report is provided to the Customer.

In the process of occupational health and safety management system certification the auditing team conducts interviews with the following staff:

- management that has legal responsibility for the OHS,

- representatives of employees responsible for OHS,

- personnel responsible for monitoring health of employees, e.g. occupational medicine doctors, nurses; such interviews may be conducted on a remote basis,

- managers and employees employed on a permanent or temporary basis,

- managers and employees conducting activities related to prevention of risk to occupational work and safety,

- managers and employees of the contractors.

Should a nonconformity with respect to the legal requirements occur, Pomorskie Centrum Certyfikacji shall immediately notify the audited organization about occurrence of such a situation. A representative of the audited organization is asked to invite to the meeting: members of the management who are legally responsible for occupational health and safety, staff responsible for monitoring of health of employees and an employee representative responsible for occupational health and safety. In the event of absence, explanation must be provided.

Certification decision

The decision about certification of a given management system is made by the CEO. If the CEO participated in the audit, the decision is made by the Chairman of the Technical Committee. The decision about granting the certificate may not be made until all nonconformities are corrected and corrective measures are verified by a certifying unit (Lead Auditor checks the effectiveness of the actions in the agreed time). 

If the application is rejected, the organization receives a written decision with justification. An applicant may appeal against the decision in the manner described in Complaints, claims and appeals procedure available also on the website of Pomorskie Centrum Certyfikacji Sp. z o.o..
Certification may be rejected usually in the following cases:

· The organization does not respond to the nonconformity in the adequate time

· Actions undertaken to remove identified nonconformities are ineffective

· The organization does not meet the requirements included in the contract.

The certificate is valid for 3 years from the moment the decision about certification was adopted. In order to maintain validity of certification, the organization must be subject to the so-called surveillance audits. 

The certificate is handed over on the day agreed by the organization, upon fulfillment of the conditions indicated in the agreement. Pomorskie Centrum Certyfikacji Sp. z o.o. publishes information about granting of a certification on its website.

Surveillance audits

The aim of surveillance audits is to check and confirm whether the Customer’s management system still operates in accordance with reference standards, legal standards and own requirements and if it is being improved. During surveillance audits it is confirmed that the Customer meets certification requirements included in the agreement. 

Surveillance audits should be conducted at least once per calendar year. The date of the first surveillance audit after initial certification should not be later than 12 months from the date of certification decision. 

It is expected that the second audit in the scope of surveillance over the management system certificate will be conducted within 24 moths from the date of the decision on granting certification with a tolerance of ±4 weeks. 

Surveillance audits are always implemented at the Customer’s location.

A full surveillance audit cycle plan covers the whole scope of the standard. 

The following items are always subject to a review:

· internal audits and management overviews,

· overview of execution of actions taken with respect to nonconformities identified during the previous audit. If the Customer fails to take actions which aim at removing nonconformities or when such actions prove ineffective, the Auditor opens another incompliance card and describes such a situation in a report.

· complaints/claims processing,

· effectiveness of the management system in terms of achievement of goals by the organization in addition to intended results of a given management system

· responses to feedback – progress of planned activity aiming at continuous improvement

· continuous operational surveillance,

· review of all changes,

· evaluation of compliance with the certification agreement, including the use of certification marks and/or referring to the certification.

Pomorskie Centrum Certyfikacji Sp. z o.o. maintains certification based on evidence that the organization continuously meets the requirements of the reference standard. Certification is maintained based on:

- positive recommendations of the leading auditor,
- timely and effective performance of correction and/or correcting activities,
- evaluations and decisions in the management system surveillance process

- compliance with certification requirements included in the certification services agreement.

In the case of Customers with multi-branch organizations, audits in a specific number of branches (in accordance with the planned sampling) are conducted in a three-year cycle of certificate validity.

In the case of multiple branches which do not cover the same actions and processes, as well as in the case of multi-branch organizations with high level of complexity of risks to OHS, sampling should not be used. 
During the surveillance period the certified organization is obliged to notify Pomorskie Centrum Certyfikacji Sp. z o.o. of all important changes in its management system, including legal and organizational changes, in particular regarding the legal status, data of the Customer’s organization, organizational structure, its scope of activity covered by certified system.
Special audits

During the Customer’s management system surveillance, Pomorskie Centrum Certyfikacji Sp. z o.o. may decide about the need to conduct an additional audit (audit at a short notice   or without notice, the so-called special audit), in order to examine complaints or in response to changes in certification requirements, as part of the proceedings for resuming validity of certification. The scope of such an audit, its duration, makeup of the auditing team depend on a specific case and do not result from the rules of audit time calculation.

A special audit may be conducted also for the following purposes:

- to deliver objective evidence confirming effective implementation of correction and/or corrective measures (checking performance of correction and/or corrective measures, which cannot be checked through verification of received evidence and/or their number is too high o a gross nonconformity has been identified which requires evaluation onsite - such a fact is notified to the Customer by the Lead Auditor – usually such information appears at a closing meeting). A special audit covers solely the areas associated with nonconformities whose processing effectiveness of must be evaluated;

- to extend the scope of granted certification.
- - transition to new requirements of reference standards
Note!
Requirements for certified organizations in OHS programs
An organization is obliged to immediately notify Pomorskie Centrum Certyfikacji Sp. z o.o. about a serious incident in the are of OHS or violation of the OHS regulations causing the need to engage a competent legal body.

Should Pomorskie Centrum Certyfikacji Sp. z o.o. obtain information about a serious incident related to occupational health and safety, for example a serious accident or a serious violation of law, it may be necessary to conduct a special audit in order to examine whether operation of the OHS management system of the certified organization did not deteriorate and whether its operation has been effective. The result of the special audit is documented in the special report form.

The certified organization provides information regarding serious incidents,

such as: a serious accident or a gross violation of an OHS legal regulation, resulting in the necessity to engage the control OHS body or obtaining by the auditing team such information during audit - constituting a basis for adopting a decision with respect to actions which should be taken, together with suspension or revocation of the certification if it is possible to show that the OHS management system of the organization failed to meet the OHS certification requirements to a large extent. 

The scope of a special audit in each case, its duration, the makeup of an auditing team depend on a specific, individual situation and do not result from the rules of audit time calculation. 

Re-certification
Before the validity period of a certificate expires, in order to prolong its validity for the next three years the Customer may apply to Pomorskie Centrum Certyfikacji Sp. z o. o. for a re-certification audit. Such an audit must be conducted before the validity period of the certificate expires. The methodology of the re-certification is consistent with the methodology of the certification audit, stage 2, however, the audit is preceded by evaluation of the Customer’s management system documentation. In the case of significant changes in the Customer’s management system, it may be necessary to conduct an audit in stage 1. 

During a re-certification audit, reports from a three-year period of the management system operation are reviewed in terms of effectiveness of improvements. A re-certification audit is targeted at:

· efficiency of the management system as a whole in the light of internal and external changes as well as its constant responsibility and suitability for the scope of certification.

· proving engagement in maintaining effectiveness and enhancement of the management system in order to improve the general method of action.

· establishment whether the operation of the certified management system contributes to implementation of the policy, achievement of the goals of organization and targeted results of the management system

· correctness of application of certification marks.

Before the validity period of certification expires, Pomorskie Centrum Certyfikacji Sp. z o.o. must verify implementation of correction and corrective measures for each major nonconformity. If the actions are not finished before the validity period of certification expires, e.g. the re-certification audit is not finished or PCC Sp. z o.o. does not verify implementation of correction and corrective measures regarding any major nonconformity, neither re-certification may be recommended nor can the validity of certification be prolonged.

If the actions concerning re-certification end with a positive result, before the validity period of the current certification expires, the validity period of a new certification may be defined based on the validity period of the current certification. The date of issuing a new certificate should be the date of the decision on re-certification or a later date.

 After expiration of a certification within 6 months it is possible to resume certification, provided that the unfinished actions concerning re-certification are completed. In such a case re-certification audit should be performed (certificate is issued with the date of the decision and its validity

is calculated maintaining 3 years starting from expiration of the previous certificate, the certificate has a validity period of the last cycle together with the re-certification audit date).

In the case when a customer already has a certified management system, e.g. in a program other than the one it is currently applying for, Pomorskie Centrum Certyfikacji Sp. z o.o. always conducts an initial certification audit (two-stage).

4. Audit of the transition to the new requirements of the ISO/IEC 27001:2022 standard

4.1 Validity of certification

A 36-month transition period has been established. Customers previously certified for compliance with the PN-EN ISO/IEC 27001:2017 (ISO/IEC 27001:2013) standard should switch to the new edition within 36 months from the last day of the month of publication of the ISO/IEC 27001:2022 standard, i.e. by 30/10/2025. After this date, certificates issued for compliance with PN-EN ISO/IEC 27001:2017 (ISO/IEC 27001:2013) will become invalid.

The organization has the option of switching to the ISO/IEC 27001:2022 standard during the surveillance audit within the above-mentioned deadline.

The client should report readiness to conduct an audit for compliance with the new standard 2 months before the planned surveillance audit.

From October 2024, certification and recertification audits for compliance with the PN-EN ISO/IEC 27001:2017 (ISO/IEC 27001:2013) will not be conducted.

4.2 Rules for calculating the additional audit duration of the transition to new requirements

In accordance with the requirements for the transition to ISO/IEC 27001:2022 described in the IAF MD 26:2023 document - additional time required for the transition audit in the case of:

- recertification audit is 0.5 auditor days (4 hours),

- surveillance audit is 1 auditor day (8 hours).

Regardless of recertification and surveillance audits, it is possible to switch to the new edition of the standard, also during a special audit of 1 auditor day (8 hours).

IV. Scope of the audit of the transition to the new ISO/IEC 27001:2022 requirements

The scope of the transition audit will include, among others:

- gap analysis regarding ISO/IEC 27001:2022, as well as the need for changes in the client's ISMS;

- updating the declaration of use;

- updating the risk management plan;

- assessing the implementation and assessing the effectiveness of new or changed safeguards

Pomeranian Certification Center Sp. zoo. will keep customers informed about possible further changes, both in terms of information regarding certification and changes in normative documents.
5. Suspension, revocation, limitation or extension of the scope of certification

5.1 A certificate may be suspended in the following cases: 
- discovery during the audit of a nonconformity with criteria that constitute the basis for issuance of the certificate, e.g. organization acting in a manner that is incompliant with the management system certification,

- a certified management system of an organization constantly or grossly fails to meet certification requirements, including the requirements regarding effectiveness of the management system

- failure to conduct a surveillance audit during the agreed time intervals, including at least once per calendar year due to circumstances attributable to the Customer, 
- failure to pay the management system surveillance fee, re-certification
- at the request for suspension submitted by the organization,
- a certified organization did not take actions in an agreed time to introduce changes in the management system, resulting from the changes of the reference requirements.

5.2 Pomorskie Centrum Certyfikacji Sp. z o.o. notifies the Customer about suspension of the certificate, calling for actions that aim at removing the circumstances that prevent maintenance of the validity of the certificate. 
5.3 The notice referred to in section 2 contains a deadline for removing nonconformities or taking actions that enable recertification. The period of suspension is defined by the CEO. The suspension of certificate validity may not exceed 6 months. Suspended certification is temporarily invalid. In the case of suspension, the Customer is obliged not to promote their certification. Pomorskie Centrum Certyfikacji Sp. z o.o. may post information about suspension of certification at www.eccsc.pl

Validity of the certification may be resumed after the certified customer provides information that the conditions accompanying the suspension have been met. The decision about resumption of certification is made by the CEO. 

5.4 After the date referred to in section 3 ineffectively expires, Pomorskie Centrum Certyfikacji Sp. z o.o. will withdraw the certificate. 
5.5 A certification may be withdrawn for the following reasons:
– establishment of the fact that the issues which caused suspension of the certification, including e.g. improper, misleading use of certificate or certification mark, inefficiency of the management system have not be resolved within the time period specified by Pomorskie Centrum Certyfikacji, and the nature of the causes for such situation shows the need for radical changes in the organization management system,
 - establishment of permanent cessation of service provision, execution of processes covered by the certified system, cessation of the activities

- failure to settle up financial liabilities 

- organization is not able to remove the causes for suspension of the certification,

- at the customer’s request.

5.6 After revocation the certificate, the Customer is obliged to cease to invoke the status of a certified organization and the use of certificates in all advertising materials.

The decision about revocation of certification is made by the CEO.

5.7 The scope provided in the certification may be limited in the following cases:
- should it be established that the issues which caused limitation of certification have not be resolved within the time period specified by Pomorskie Centrum Certyfikacji
- in order to exclude the parts that do not meet requirements when a Customer constantly or grossly fails to meet certification requirements for such parts and the scope of certification
- at the Customer’s request.
5.8 Each limitation of the certification must be compliant with the requirements of the standard applied in the certification. 
5.9 Information regarding suspension, revocation of certification may be published on the website of Pomorskie Centrum Certyfikacji Sp. z o.o.  – www.eccsc.pl – tab: Certification System – P4 Suspension, withdrawal and limitation as well as extension of certification scope
6. Transfer of accredited management system certification  

A transfer of certification takes place in a situation when a customer certified by other certifying body decides to become the Customer of Pomorskie Centrum Certyfikacji Sp. z o.o. Only certifications accredited by IAF MLA signatory may be qualified for transfer. Organizations whose certifications are not covered by such accreditation should be treated as new Customers.

Certified and accredited management systems may be taken over by Pomorskie Centrum Certyfikacji Sp. z o.o. at each stage of the certification cycle and result in issuance of a certificate of Pomorskie Centrum Certyfikacji Sp. z o.o., valid till the end of the remaining certification cycle.

Suspended, revoked or other certificates with major nonconformities may not be subject to transfer processes and should be treated as new certifications that require a two-stage audit of the whole management system.

The course of the proceedings is compliant with the obligatory IAF document regarding a transfer of accredited management systems certification, issue 2 (IAF MD 2:2023).

7. Transfer of rights

Transfer of rights takes place at a request of an organization as a result of changes in the legal status of the certified organization (e.g. transformation). The Customer encloses to the application a document which confirms the change of the legal status of the certified organization (e.g. extract from the National Court Register, Register Book). After analysis of the documents by the certifying body, a decision about transfer of certification rights is made. Such a decision is made by the CEO of Pomorskie Centrum Certyfikacji Sp. z o.o. In the case when only the legal form of a given company is subject to changes or a company name is changed, the transfer of rights may take place without the need to conduct an additional audit. In the case of a change e.g. of localization or the Board, the CEO adopts a decision about transfer of rights of a certified organization after conducting an additional audit. The scope of such an is defined by the CEO who provides further guidelines to a designated auditor.

8. Complaints, claims  

As part of its certification activity, Pomorskie Centrum Certyfikacji Sp. z o.o. allows for a possibility of submission of complaints and claims in two basic areas:

· reservations concerning operation of the certification body

· reservations regarding actions of the entity certified by Pomorskie Centrum Certyfikacji Sp. z o.o.

Each complaint is subject to registration and is accepted for processing. Every Organization or individual Customer may submit a complaint in an oral form, in person, over the phone or through an e-mail. Every type of complaint is subject to registration in the complaints, claims and appeals register with information about the type of report. Pomorskie Centrum Certyfikacji Sp. z o.o. provides response to written complaints not later than within 14 days of its entry. In the case when the final settlement in the agreed time is impossible, the CEO of Pomorskie Centrum Certyfikacji Sp. z o.o. provides information about explanatory proceedings taken in this respect with approximate complaints resolution date. Complaints received over the phone are also subject to examination and in most cases the response is provided in an oral form. The Customer has the right to submit a complaint to the CEO of Pomorskie Centrum Certyfikacji Sp. z o.o. on matters regarding the method of conducting the certification procedure, including the right to submit a complaint concerning the work of the auditing team. In the case when the Lead Auditor is the CEO of Pomorskie Centrum Certyfikacji Sp. z o.o., the Customer has the possibility to submit a complaint directly to the Impartiality and Appeals Protection Committee to the address of Pomorskie Centrum Certyfikacji Sp. z o.o. 

If a complaint concerns a certified Customer, the complaint is submitted to the Customer it concerns in order to receive the opinion about the subject of the complaint. At the same time also the Lead Auditor who conducts the audit in the entity against which the complaint was submitted is notified about the complaint. Pomorskie Centrum Certyfikacji Sp. z o.o. follows the confidentiality principle during the process of registration, evaluation and adoption of decisions on complaints, both with respect to the applicant and the subject of the complaint. 

9. Appeals from the decision of the certification body.

Every Organization (Customer) may submit a written request about matters concerning all decisions issued by Pomorskie Centrum Certyfikacji Sp. z o.o. at all stages of the certification process. It concerns appeals against rejection, revocation, suspension or limitation of the scope of certification. Submission, processing and deciding about appeals does not result in any discriminatory actions against the appealing entity.

Persons responsible for processing of appeals are different than those who participated in the auditing process and made decisions related to management system certification.

10. Certification of multi-branch organizations

1.
Resignation from the sampling of branches during planning and performance of an audit may result form:
- performance of significantly different actions by all branches

- at an express request of the customer so that each is subject to an audit,

- existence of a sectoral program or legal requirement in accordance with which the branch should be systematically audited.

Key criteria which ensure effective planning and performance of an audit program cover:

- at the planning stage - gathering knowledge about which elements/processes/actions covered by the management system are implemented in individual branches; 

- specification of critical factors which should be evaluated to conduct an effective and efficient audit, depending on the type of the audited management system; 

- selection of members of the auditing team, taking into account criteria specified above;

- allocation of sufficient amount of time to performance of an audit on site.

2.
Criteria qualifying a multi-unit organization for certification.
2.1 The organization should have a single management system.  The organization should identify its central function. The central function is a part of the organization and should be subcontracted to an external organization.

The central function should have organizational competences to define, establish and maintain a single management system.

2.2 A single organization management system should be subject to centralized management review.

2.3 All units should be subject to the internal organization audit program. 

2.4 The central function should be responsible for ensuring that data from all branches are collected and analyzed and should be able to prove its competences and ability to initiate organizational changes necessary, among others, but not solely in the context of:

- documentation of the system and changes in the system;

- management reviews;

- complaints;

- evaluation of corrective measures;

- internal audit planning and evaluation of their results; as well as

- legal and regulatory requirements regarding applicable standard(s).

Note: The central function is where the operational surveillance and the authority of top management are held with respect to each branch. It is not required for the central function to be localized in one branch. 

3. The methodology of multi-branch organizations with the use of branch sampling
3.1 Conditions
3.1.1 Sampling of a group of branches is allowed in the case when each of the branches performs very similar processes/activities.

3.1.2 Not all organizations that match the definition of a “multi-branch organization” meet conditions that allow for the use of sampling.

3.1.3 Not all standards concerning management systems are adequate for multi-branch certification. For example, sampling in multi-branch organizations may be inadequate in cases where under the standard requirements variable local factors must be audited. Special rules also apply in the case of some programs, for example regarding navigation (series AS 9100) or car industry (IATF 16949), however requirements of such programs are of paramount importance.

3.1.4 Each time, with respect to an individual Customer, the CEO/Quality Manager makes a decision allowing for limitation of multi-branch sampling by deciding that sampling is inadequate for obtaining sufficient trust in effectiveness of the management system subject to the audit. 

3.2 Sampling
3.2.1. A sample should be partially selective, chosen based on the factors presented below, and partially random. However, the result of sampling should be selection of a representative scope from various branches so that all processes covered by the scope of certification are subject to certification.

3.2.2 At least 25% of the sample should be randomized.

3.2.3 Bearing in mind the provisions presented below, the remaining part of the sample should be selected in such a way that the differences between branches chosen during the entire validity period of the certificate are possible high.

3.2.4. When choosing branches, the following aspects, among others, should be taken into account:

· results of internal audits in branches and management reviews or certification audits conducted so far; 

· records concerning complaints and other important aspects of corrective and preventive measures; 

· significant differences in sizes of the units; 

· differences regarding shift work and work procedures; 

· complexity of the management system and processes implemented in the units; 

· changes introduced since the last certification audit; 

· maturity of the management system and knowledge of the organization; 

· issues regarding the environment as well as the scope of environmental aspects and their associated effects on environmental management system
· cultural and language diversity as well as legal requirements; 

· geographical dispersion of branches and

· whether they are permanent, temporary or online branches.

3.2.5 Such a choice does not have to be made at the beginning of the audit process. It may also be made once the central function audit is completed. In every case, the central function should be informed about the branches that will be included in the sample. Such information may be provided at a relatively short notice before the audit, however, sufficient amount of time is needed to prepare for the audit.

3.3 Size of a sample
· 3.3.1. The central office should be subject to surveillance audit during each certification and re-evaluation as well as at least once per calendar year.

· 3.3.2 The minimum number of branches which should be visited during an audit: 

· Certification audit: the size of a sample is the square root of the number of branches, excluding the central office (y=√ x), rounded up to the nearest higher integer value. 

· Surveillance audit: the size of a sample collected every year is the square root of the number of branches, excluding the central office, with the coefficient 0.6 (y=√ x), rounded up to the nearest higher integer value. 

· Re-evaluation audit: the size of a sample is the square root of the number of branches, excluding the central office, with the coefficient 0.8 (y=0.8√ x), rounded up to the nearest higher integer value.

3.3.3 The size of the sample or frequency of sampling should be increased where the analysis of risk associated with the process/action covered by the management system subject to certification, conducted by a certification body indicates special circumstances referring to the factors such as:

- the size of branches and number of employees;

- degree of complexity or risk associated with a process/action and management system;

- differences in performance of work (e.g. shift work);   differences in conducted measures/processes;

– records concerning complaints and other important aspects of corrective and preventive measures;

- any multinational aspects; and

– results from internal audits and management reviews.

3.3.4 If the organization has a hierarchical system of branches (e.g central office, national offices, regional offices, local subsidiaries), then the sampling model defined above shall be used in the initial certification audit to each of such levels.

Example: 1 central office: visited during each audit cycle (during initial certification audit or surveillance or repeated certification audit) 4 national offices: sample = 2: at least 1 randomly selected, 27 regional offices: sample = 6: at least 2 randomly selected 1700 local branches: sample = 42: at least 11 randomly selected. 

A sample of regional offices should include at least one regional office each from among offices supervised by individual national offices. A sample of local branches should include at least one local subsidiary each from among subsidiaries supervised by individual regional offices. As a result, the size of the sample at each level may exceed the minimum size of the sample, calculated in accordance with item 3.3.2

3.3.5 Sampling process is a part of audit program management.
 At any time (i.e. before planning of the surveillance audit or when the structure of any of the branches of the organization has changed or in the case of a takeover of a new branch(es), which will be covered by certification), the CEO/Quality Manager performs a review of sampling provided for in the audit program in order to establish the needs for adjusting the size of the sample before it is audited for the purposes of obtaining certification.

3.4 Additional units
In the case of reporting new branches or a new group of branches to be included to an already certified multi-branch organization, the CEO/Quality Manager defines required actions, which must be performed before inclusion of a new branch(es) to the certificate. As part of this process, the CEO/Quality Manager decides whether to conduct an audit of a new branch(es) or not. After including a new branch(es) to the certificate, the size of the sample for future surveillance audits or re-certification audits should be defined. 

4. The methods of conducting an audit of multi-branch organizations in cases in which application of provisions under section 3 is not appropriate.
4.1 The audit program includes an initial certification audit and a re-certification audit of all branches. Surveillance audits should cover within a calendar year 30% of branches, after rounding up to the higher integer value. Every audit covers the central function. The second surveillance audit usually covers other branches than those selected to the first surveillance audit.

4.2 The audit program is designed in such a way so that within each cycle all processes covered by the scope of certification are audited.

4.2. Additional units
In the case of reporting a new branch to be included to an already certified multi-branch organization, such a branch will be audited before including it in the certificate and will be covered by a planned surveillance in the auditing program. After including a new branch to the certificate, when deciding about audit time for future surveillance audits or re-certification audits, the size of the sample for future surveillance audits or re-certification audits, that branch will be taken into account together with other branches. 

5.  The method of conducting an audit of multi-branch organizations constituting combination of branches subject to sampling and other branches which are not subject to sampling.
 The audit program is established in compliance with provisions under section 3 with respect to the branches that can be subject to sampling, and section 4 with respect to the remaining part of the organization with respect to which application of section 3 is inadequate. 

6. Audit time calculation
An organization that meets the qualification criteria may include branches that are subject to sampling, branches which are not sampled or combination of both of such types of branches. The audit time must be sufficient to conduct an effective audit regardless of the character of organization. Unless prevented by specific programs, reducing audit time for individual branches subject to sampling may not exceed 50%. 

For example 30% is the maximum reduction of the audit time permissible by IAF MD 5 document, while 20% is the maximum permissible reduction in the case of single management system processes executed by the central function as well as any centralized processes (e.g. procurement). 

The audit time for individual selected branches (regardless of whether they were selected with the use of sampling, without the use of sampling, in accordance with or based on mixed methodology, together with the central function elements, if applicable, it should be calculated for each branch with the use of appropriate IAF documents (e.g. IAF MD 5 for quality management system and environment management system, IAF MD 11 for integrated management systems) as well as if needed, in accordance with any and all sectoral program requirements regarding calculation of the number of person/day. 

When establishing the audit program, an additional time sufficient for performance of activities not covered by the audit time, i.e. rides, communication between auditing team members, local opening meetings, onsite closing meetings, audit follow up meetings, e.g. resulting from specific configuration of the audited organization.

4.
The body takes into account the need to conduct 1 stage of the audit in more than one branches in order to obtain information required by ISO 17021-1:2015 standard, allowing for implementation of audit goals.

5.
Surveillance audits - PCC Sp. z o.o. allocates sufficient time to conducting onsite audit that allows for evaluation of all main processes, as well as other processes in each of the branches. Auxiliary processes may be sampled on condition that a considerable size of a sample is obtained, guaranteeing performance of assessment of conformity with the requirements of the management system and ISO/IEC 17021-1:2015 standard. PCC Sp. z o.o. ensures that selected processes which are subject to the audit within a 3-year cycle will be sufficiently representative for the management system.

6.
Audit time for individual branches should depend on whether a given branch performs main processes.
7.  A re-certification audit is similar to the initial certification audit. PCC Sp. z o.o. takes into account which processes have been subject to the audit in individual branches at the current certification cycle.

8.
Audit time calculation
In order to calculate  the time of management system audit, irrespective of the number of branches, suitable ISO standards, IAF documents (IAF MD5) and if necessary, all applicable requirements of sectoral programs in connection with requirements stipulated in this document as well as customer auditing procedure should be used.

The above-mentioned audit time cannot be shorter than the time calculated for activity of the same size and complexity as if the whole activity was performed in one branch (i.e. with all company employees working in the same branch).

9. Surveillance audits
Surveillance audits of multi-branch organizations subject to sampling should be conducted in accordance with chapter 3. The audit time for individual branches should be calculated in accordance wit chapter 8. Surveillance audits of multi-branch organizations which are not subject to sampling under chapter 3 should be conducted based on the rule of auditing 30% branches plus the central function. A sample of branches selected to the second surveillance audit in a given certification cycle usually should not cover any branches selected in the first surveillance audit. The audit time for individual branches should be calculated in accordance with section 8.

10. Re-certification audit
Re-certification audits of multi-branch organizations which are subject to sampling should be conducted in accordance with chapter 3. The audit time for individual branches should be calculated in accordance with chapter 8. 

Re-certification audits of multi-branch organizations which are subject to sampling should be conducted in accordance with the rule concerning initial certification audit, i.e. all branches plus the central function should be audited. The audit time for individual branches  and the central function should be calculated in accordance with section 8.  

11. Certification mark

The certified organization shall have the right to apply the certification mark in accordance with the rules published on the website of Pomorskie Centrum Certyfikacji Sp. z o.o. as well as those included in the certification services agreement. During surveillance audits and re-certification the Auditor always checks correctness of application and use of the Certification Mark. The use of the Certification Mark by a certified organization is free of charge.

11. Provisions regarding certification in accordance with PN-N 18001:2004                                              and ISO 45001:2018-06 standards

In light of the publication of a new edition of ISO 45001:2019 standard all certificates issued in conformity with PN-N 18001:2004 shall expire as of 12 March 2021. Until then all organizations with a certified OHS management system, wishing to maintain validity of the certification, shall be obliged to implement requirements of a new ISO 45001:2018 standard and undergo evaluation under the new standard.  
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