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In order to present the offer for the provision of certification services, please, fill in the following form. The information provided by you is treated as confidential. The completion of the application, its review and making a proposal on the basis of the data is free and non-binding. 
At the request of the client interested in the certification granted by Pomorskie Certification Center Sp. z o.o., located outside Poland, the unit takes into account the accreditation rules for cross-border certification published in the relevant accreditation documents and the team's own technical capabilities and competences to provide the required knowledge, taking into account such factors as:

- knowledge of a foreign language,

- geographic areas,

- culture,

- legal requirements in force in a given country, which determine the decision to carry out the certification process outside Poland.
The application is submitted in order to:

	Get to know certification offer:
	☐ certification   ☐ re-certification    ☐ transfer of certification

	Change the scope of certification:  
	☐ extending the scope                  ☐ limiting of the scope

	☐ updating information about organisation
	☐ other, please, specify….


In the case of cross-border certification, please indicate the language in which the audit is to take place

……………………………………………

1. Information about organisation
	Name of the organisation
	

	Registered address
	
	Do you provide business activity at this address?
	YES /  NO

	Address of the registered office (principle place of business activity)
	

	Invoicing address
	

	Mailing address
	

	VATIN/National Court Register Number KRS
	VATIN:
	
	KRS:
	

	Phone/Fax
	Phone number:
	
	Fax:
	

	e-mail/ website
	e-mail:
	
	www:
	

	Management – Name and surname of the President/Director/Manager/Owner


	

	The person responsible for coordinating, supervising the management system


	Name and surname:
	
	Phone number:
	
	e-mail:
	

	Is the management responsible for defining and maintaining the system of management? (tick the appropriate) 
☐
YES

☐
NO


2. Information about management system
	The standard for which you intend to certify your organisation

	☐ ISO 45001:2024-02
☐ other ……………………….           
	☐ PN-EN ISO 9001:2015 -10  
☐ PN-EN ISO 14001:2015 -09
☐ ISO/IEC 27001:2022

☐ other ……………………….

	Planned date of certification

	


3. 3. EMPLOYMENT STRUCTURE, CERTIFICATION SCOPE AND DATA ON BRANCHES - LOCATIONS - IN CASE OF TOO EXTENSIVE INFORMATION, YOU CAN ATTACH AN APPROPRIATE ANNEX INCLUDING THE FOLLOWING INFORMATION 
	l.p
	Branch address – headquarters of the location where the processes covered by the certification are carried out

	A+B+C
Total number of people employed at the headquarters and in individual locations, regardless of the form of employment, on an annual average basis in full-time equivalents

(in the case of health and safety - in full-time equivalents usually present in the peak season - in the case of seasonality of work

	A

Number of employees in an organization performing certain simple activities/functions that are considered similar or identical

	B

Number of office workers in full-time equivalent positions, average year

	C

number of external persons serving clients in the field of certification and the processes they implement (e.g. environmental protection inspector, health and safety inspector, external auditor, consultant, Proxy, etc.) - in full-time equivalent positions on an annual average basis
	Scope of certification – specification of the record that will be on the certificate (products manufactured, type of services provided)
	NACE business codes
	Shift work - shift hours and the number of people employed in each shift, list the processes that are not carried out in 1 shift

	1
	
	
	
	
	
	
	
	

	2
	
	
	
	
	
	
	
	

	3
	
	
	
	
	
	
	
	

	4


	
	
	
	
	
	
	
	


	Dotyczy ISO /IEC 27001
	

	Liczba osób posiadających dostęp tylko do” odczytu informacji” przy wykonywaniu swoich obowiązków
	

	Liczba osób nieposiadających  dostępu do urządzeń przetwarzających informacje organizacji w zakresie SZBI
	

	Liczba osób, które mają konkretny,  możliwy do wykazania, ograniczony dostęp do urządzeń do przetwarzania  informacji w zakresie SZBI
	

	Liczba osób wykonujących czynności, w przypadku, których wprowadzone są rygorystyczne ograniczenia w zakresie ujawniania informacji m.in. środki zabraniające wnoszenie rzeczy osobistych i urządzeń na obszar pracy
	


	Does the organization have virtual branches, i.e. locations where staff perform work or provide services using a network environment that enables the implementation of processes regardless of the employee's physical location?
	

	Does the organization have an internal network, known as an Intranet?
	

	 ISO 45001
	

	 Does the organization provide services at another organization's premises?
	

	If so, please indicate the addresses and activities carried out outside the headquarters and what are the associated occupational health and safety risks, contractual arrangements
	

	Does the organization where the services are provided have an accredited certificate? If so, please specify which one and indicate the entity that issued the certification.
	

	Does the organisation where the services are provided have a system of internal audits, accident statistics and near misses?
	


4. Data on branches - locations - in case of too extensive information, you can attach an appropriate attachment including the following information
	Attachment:
	YES
	
	NO
	


Information concerning  ISO 45001 and other Occupational Health and Safety Management Systems
	Nr
	Branch / Location
	Description of the activities of individual branches / locations in terms of technology, equipment, amount of used and stored hazardous materials, work environment, premises, etc.

	1
	Headquarters
	

	2
	Branch/Location 1

	

	3
	Branch/Location 2

	

	4

	Branch/Location 3

	

	5
	Branch/Location 4

	

	6.
	Branch/Location 5

	

	7.
	Branch/Location 6

	


5. Previous management system certificates 
	Standard
	Certifying unit
	Expiration date of certification

	
	
	

	
	
	

	
	
	


6. Detailed information about individual systems
	Information on the ISO 9001 system (fill in if applicable)

	Planned exclusion of the requirements of ISO 9001:

for the requirements of PN-EN ISO 27001 (ISO 27001) - regarding Annex A:

A point of the standard not applicable to the scope of the management system

together with the justification
a


	Information about the ISO 14001 system (fill in if applicable)

	List of environmental aspects, including significant environmental aspects:




	Information on the health and safety management system, including  ISO 45001: 2018 (fill in if applicable)

	Identified key hazards and risks for health and safety related to processes, subject to monitoring as part of the Occupational Safety and Health management system:


	The most important hazardous materials used in processes:


	Important legal obligations resulting from applicable health and safety regulations:



	Information about the ISO 27001 system (fill in if applicable)

	Number of IT personnel (IT specialists)
Number of workstations + PC + laptops
Number of servers owned
The number of users of the IT system
The number of IT applications used
Used networks and cryptographic techniques
☐ external                     ☐digital signature
☐internet connections with encryption
☐Requirements of  public key certification authorities
Industries in which the organization processes information:

☐ health care        ☐ education
☐ telecommunication                 ☐ finance
☐ public administration   ☐ aviation
☐other: ................................................................
Has the implemented information security management system (ISMS) been documented?
☐ Yes  

☐  NO
Does the organization have legal requirements that go beyond the general requirements?
☐ Yes  Specify ……………………………………………….
☐  NO
Does the organization have any essential requirements in customer contracts regarding Information Security?
☐  YES     Specify ……………………………………………….
☐  NO
An organization's non-compliance with legal requirements may lead to:
☐ accusation / criminal responsibility
☐ high fines or loss of reputation
☐ insignificant fines or loss of reputation
Has the organization identified a significant (critical) risk related to information security
☐  YES    ☐  NO
Has there been a critical incident in your organization?
☐  YES     Enter the quantity and specify                     ……………………………………………….
☐  NO
In case of transition to the new requirements of ISO/IEC 27001:2022

Has an analysis of gaps and needs for changes in the information security management system been 

☐ YES

☐ NO

Has the Declaration of Applicability been updated

☐ YES

☐ NO

Has the organization updated its risk management plan;

☐ YES

☐ NO

Has the organization made its own assessment of the implementation and effectiveness of new or changed safeguards

☐ YES

☐ NO




	Identify factors related to the business and organizational activities of your organization

	
Business type (s) and regulatory requirements
	· The organization operates in a non-critical business and non-regulated sector.

· The organization has customers in the critical business sector.

· The organization operates in a critical business sector


	Processes and tasks

	· Standard processes with standard and repetitive tasks, many people working under the control of the organization perform the same tasks, several products and services.

· Standard but unique processes with a large number of products and services.

· Complex processes, a large number of products and services, many business units falling within the scope of certification (ISMS includes very complex processes or a relatively large number of unique activities).

	Establishment level of the management system

	· The ISMS is fully established and / or another management system is operational in the organization.

· Some elements of other management systems are implemented, others are not.

· No management system is implemented, the ISMS is new and not fully established.

	Critical business sectors - Sectors that have an impact on public services that can pose risks to the health, safety, economy, image and functioning of the public administration, which in turn can have a very negative impact on the country.



	Indicate factors related to the IT environment

	IT infrastructure complexity

	· Few or highly standardized IT platforms, servers, operating systems, databases, networks, etc.

· Several different IT platforms, servers, operating systems, databases, networks.

·  Many different IT platforms, servers, operating systems, databases, networks.

	Dependency on outsourcing and vendors, including cloud services.


	· Little or no dependency on outsourcing or vendors.

· Some dependency on outsourcing or vendors for some, but not all, important business activities.

· High reliance on outsourced or vendor processing, great impact on important business activities.

	Development of information systems

	· Lack of systems / applications in the organization or very poorly developed systems / applications in the organization

· Extensive system / application development, in-house or outsourced, to achieve important business goals

· Extensive system / application development, in-house or outsourced, to achieve important business goals.


7. Can any information related to the ISMS (e.g. ISMS records or information about the design or effectiveness of security measures) be made available for review by the audit team because it contains confidential or sensitive information?      ☐  YES,   specify …………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………….      
          ☐  NO

8. Integrated / combined audits
	Information on the integrated audit - for more than 1 reference standard (fill in if applicable)

	Please indicate which criteria the organization meets to determine the level of integration
Criterium 
YES
NO
integrated documentation
management reviews taking into account the overall business strategy and plan
integrated approach to internal audits
an integrated approach to policies and objectives
integrated approach to system processes
integrated approach to improvement mechanisms
integrated support and management responsibility
the ability of staff to answer questions related to more than one management system standard



9. Organization characteristics
If the feature occurs, please insert X
	Feature
	occurance

	A very small branch in relation to the number of employees (e.g. only an office complex)
	

	Large audit area compared to the number of employees  (e.g. forest)
	

	Maturity of the management system.
	

	Customer's readiness for health and safety certification (e.g. the customer is already subject to periodic audits conducted by the national authority under the obligatory government program of the Health and Safety Management System)
	

	High level of automation
	

	Among the staff there are people working "out of location", e.g. traders, drivers
	

	Activities considered to be at high risk, i.e. defects in a product or service, result in an economic disaster or life-threatening.
	

	Activities considered to be low risk, i.e. causing injuries or illnesses due to the defectiveness of the product / service, are scarcely law-like.
Low complexity activities (e.g. processes involving similar and repetitive tasks, identical actions performed on all changes, a significant part of the staff performs a similar, simple function)
	

	Complicated logistics that includes more than one building or location where operations are conducted
	

	Employees who speak more than one language (necessity to use an interpreter)
	

	A very large branch in relation to the number of personnel (e.g. forest)
	

	A large number of regulations related to the activity
	

	The system includes very complicated processes or a large number of unusual activities
	

	ISO 14001 and / or Health and Safety - Opinion of interested parties
	

	Health and safety - The accident rate and occupational illnesses higher than the average for a given sector of economic activity1
	

	Health and safety - presence of unauthorized people in the organisation (e.g. hospitals, schools, airports, ports, railway stations, public transport)
	

	Health and Safety Management System - Legal proceedings against the organisation in a health and safety case
	

	Health and Safety Management System - Temporary presence of a large number of subcontractors and their employees, resulting in increased complexity or health and safety risks (e.g. periodic shutdowns or downtime)
technological refineries, chemical plants, steel mills and other large industrial complexes)
	

	Health and Safety Management System - Presence of hazardous substances in quantities that expose the plant to the risk of major industrial accidents in accordance with applicable national regulations and / or risk assessment documentation
	

	Health and Safety Management System - An organisation with branches covered by the certification scope in countries other than the country of the parent branch

ISO 27001
	

	No risk / low risk related to the product / processes


	

	Prior knowledge of the organization (e.g. if the organization has already been certified according to another standard by PCC Sp.z o.o.);


	

	Processes involving only one core activity (e.g. only services)


	

	A large share of people working under the control of organizations, performing the same simple tasks


	

	High client readiness for certification (e.g. has already been certified or recognized by other third party methods)


	

	High maturity of the on-site management system


	

	Complex logistics involving more than one building or one ISMS location


	

	Staff using more than one language in their work (requiring an interpreter or preventing individual auditors from working independently) or documentation provided in more than one language


	

	Activities that require visits to temporary locations to validate activities at permanent locations where the management system is being certified
	

	A large number of standards and regulations applicable to the ISMS
	

	Multi-branch organization


	For organisations with more locations, the management system is subject to a centralized management review
	

	In the case of multi-branch organisations - internal audits were conducted at each location and each location was subject to an internal audit program
	

	The central function includes responsibility for ensuring the collection and analysis of data from all branches and it is able to demonstrate its authority and ability to initiate organisational changes necessary, among others, but not exclusively in the context of:
- management system documentation
- management review
- complaints
- assessment of corrective actions
- planning internal audits and evaluating results
- legal and regulatory requirements regarding the applicable norm (s)
	

	Are processes / activities carried out at the company's headquarters for all branches (e.g. supplies, technical inspections of equipment, personnel, etc.)
	

	                                                         CROSS-BORDER CERTIFICATION
	

	 - has the applicant organization identified the legal acts and other regulations in force in the country where it operates and has it handed them over to the entity together with the application for certification?
	

	- has the applicant organization identified the legal acts and other regulations in force in the country where it operates and has it handed them over to the entity together with the application for certification?
	


	In the case of shift work, please, specify the processes that are not implemented as part of the first shift


	


10. Data concerning branches - locations - in case of too extensive information, you can attach an appropriate attachment including the following information
	Attachments:
	YES
	
	NO
	


11. Sub-functions and / or processes that affect the quality of the product or services provided (e.g. external laboratory services, transport and waste treatment, subcontracting of projects, other contracts)
	Nr
	The name of the process

	1
	

	2
	

	3
	

	4
	

	5
	


12. Developing and implementing a management system
	Own resources - by themselves
	

	With the help of a consultant - enter the name of the consulting company and the name and surname of the consultant
	


13. Legal acts based on which the organization operates
	

	

	

	


14. Taking over certification
	Reasons for applying for the transfer of certification

	


	ISSUE
	ASW
	
	ASW
	
	NOTES

	Does the applicant organisation have an accredited certificate?
	YES
	
	NO
	
	

	Have any major inconsistencies appeared when cooperating with the previous certification body?
	YES
	
	NO
	
	

	Have large inconsistencies been closed by the previous certification body?
	YES
	
	NO
	
	

	Have any minor inconsistencies appeared when cooperating with another certification body?
	YES
	
	NO
	
	

	Have small inconsistencies been closed by the previous certification body?
	YES
	
	NO
	
	

	Does the applicant organisation have reports from the previous certification cycle?
	YES
	
	NO
	
	

	Is the supervisory authority's proceedings concerning the compliance with the law regarding the scope of certification currently pending with the applicant organisation?

	YES
	
	NO
	
	

	In the case of ISO 27001 - for surveillance audit and re-certification - number of changes relevant to ISMS - select appropriate

	1. No changes since the last audit

2. Minor changes to the ISMS Use Statement or Scope, eg some policies, documents

3. Significant changes to the ISMS Use Statement or scope, e.g. new procedures, processes, new units, risk assessment management methodology, policies, documentation of risk management



	In accordance with Regulation of the European Parliament and of the Council (EU) 2016/679 of 27 April 2016 on the protection of individuals with regard to the processing of personal data and on the free movement of such data and the repeal of Directive 95/46 / EC (General Data Protection Regulation ) (EU Journal of Laws L 119 of 4.05.2016, as amended.) I agree to the collection, storage, processing, transmission, sharing and analysis of the above data for the needs necessary to carry out the certification process carried out by Pomeranian Certification Centre Sp. Z o.o. with registered office in Skowarcz, subject to the provisions of the above-mentioned Act. I provide these data voluntarily, with the right to access and correct them.

	Name and surname of the authorized person:
	
	Position:
	

	Date:
	
	Signature*:
	


* no signature is required when submitting an application by electronic mean 
Note:
we reserve the right to ask you for additional information necessary to prepare an offer, if the information contained in this application proves to be insufficient.
Pomeranian Certification Centre Sp. z o.o., ul Jodłowa 16, 83-032 Skowarcz, Poland, pcc.iso.certyfikacja@gmail.com  www.eccsc.pl
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