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Cel programu 

· określenie zasad certyfikacji systemów zarządzania wg. wymagań normy ISO 9001 i/lub ISO 14001 i/lub ISO 45001 i/lub ISO/IEC 27001:2022 obowiązujących w Pomorskim Centrum Certyfikacji Sp. z o.o.

· dostarczenie Klientom zainteresowanym certyfikacją informacji, potrzebnych do przygotowania się do procesu certyfikacji swojego systemu zarządzania. 
1.Terminy i definicje 
Audit – systematyczny, niezależny i udokumentowany proces uzyskiwania dowodów z auditu oraz jego obiektywnej oceny w celu określenia stopnia spełnia kryteriów auditu.

Audit wspólny – audit wspólny jest wówczas, gdy co najmniej dwie organizacje auditujące współpracują w celu przeprowadzenia auditu u jednego Klienta.

Audit połączony – audit połączony jest wówczas, gdy Klient jest auditowany łącznie w odniesieniu do wymagań dwóch lub więcej norm dotyczących systemów zarządzania.

Audit zintegrowany – audit zintegrowany jest wówczas, gdy Klient zintegrował wdrożenie wymagań dwóch lub więcej norm dotyczących systemów zarządzania w jeden system zarządzania oraz jest auditowany w odniesieniu do więcej niż jednej normy.

Kryteria auditu – zestaw polityk, procedur lub wymagań używanych jako odniesienie, do których porównuje się dowody z auditu.

Dowód z auditu – zapisy, stwierdzenia faktu lub inne informacje, które są istotne ze względu na kryteria auditu i możliwe do zweryfikowania.

Zakres auditu – obszar i granice auditu. Obejmuje opis fizycznych lokalizacji, jednostek organizacyjnych, działalności i procesów jak również ramy czasowe.

Czas auditu - czas potrzebny na zaplanowanie i przeprowadzenie kompletnego i skutecznego auditu  

Czas trwania auditu - część czasu auditu poświęcona na przeprowadzenie działań auditowych od spotkania otwierającego do spotkania zamykającego włącznie. 

Dzień auditowy (a/d) - czas trwania dnia auditowego wynosi na ogół 8 godzin i może obejmować przerwę na posiłek (zgodnie z krajowym ustawodawstwem). Dzień pracy trwający więcej niż 8 godzin jest dopuszczalny tylko w przypadku pracy zmianowej, celem skutecznego auditowania działań prowadzonych podczas danej zmiany.

Klient – to organizacja ubiegająca się o odpowiedni certyfikat zgodności swojego systemu zarządzania na zgodność z normą odniesienia lub posiadająca taki certyfikat. 

Niezgodność – niespełnienie wymagania.

Niezgodność  duża – niespełnienie wymagania, które wpływa na zdolność systemu zarządzania do osiągnięcia zamierzonych wyników. Niezgodności mogą być sklasyfikowane jako duże w następujących okolicznościach:

· jeśli występują istotne wątpliwości, czy nadzór procesu jest skuteczny, albo czy wyroby lub usługi będą spełniały wyspecyfikowane wymagania,

· pewna liczba małych niezgodności, związanych z tym samym wymaganiem lub wynikiem, może wykazywać systematyczny błąd, a zatem tworzyć dużą niezgodność.

Niezgodność mała – niespełnienie wymagania, które nie wpływa na zdolność systemu zarządzania do osiągnięcia zamierzonych wyników.
2. Wymagania dla organizacji wnioskujących o certyfikację systemu zarządzania
Warunkiem niezbędnym do przystąpienia do procesu certyfikacji systemu zarządzania jest posiadanie udokumentowanego, wdrożonego i funkcjonującego już systemu zarządzania według wymagań normy odniesienia np. PN-EN ISO 9001:2015-10 i/lub PN-EN ISO 14001:2015-09  i/lub ISO 45001:2024-02, i/lub ISO/IEC 27001:2022. Pomorskie Centrum Certyfikacji Sp.  z o.o. zaleca, aby pełne audity wewnętrzne i następujące po nich przeglądy zarządzania organizacji, przeprowadzać, co najmniej raz w roku. PCC Sp. z o.o. nie udziela certyfikacji dopóki System zarzadzania nie zostanie poddany co najmniej jednemu cyklu audytów wewnętrznych i przeglądowi zarzadzania obejmującego pełen zakres certyfikacji.  
Pomorskie Centrum Certyfikacji Sp. z o.o. udziela certyfikacji na podstawie:

· zebranych dowodów obiektywnych potwierdzających skuteczne wdrożenie systemu zarządzania  z wymaganiami normy odniesienia, wymaganiami własnymi ustalonymi przez organizację (procedury, instrukcje, wytyczne), zdolności do spełnienia wymagań prawnych .
· skorygowanych niezgodności i sprawdzeniu skuteczności podjętych działań korygujących  (Pomorskie Centrum Certyfikacji Sp. z o.o. uzgadnia termin i sposób kontroli z Klientem).

Jeżeli w trakcie auditu w nadzorze lub ponownej certyfikacji zostaną stwierdzone niezgodności, powinny być one skutecznie usunięte w terminie uzgodnionym z Pomorskim Centrum Certyfikacji Sp. z o.o.

Jeżeli w uzgodnionym czasie nie zostanie to wykonane Pomorskie Centrum Certyfikacji Sp. z o.o. może ograniczyć, zawiesić lub cofnąć certyfikację. Czas przewidziany na realizację działań korygujących jest uzależniony od wagi niezgodności i stopnia ryzyka w odniesieniu do spełniania wymagań.

Wymagania certyfikacyjne

Poufność

Wszystkie osoby zaangażowane w proces certyfikacji organizacji Klienta są zobligowane do zachowania poufności informacji pozyskanych podczas realizacji działań na rzecz Pomorskiego Centrum Certyfikacji Sp. z o.o. Auditorzy i eksperci posiadają podpisane umowy-porozumienia, w których deklarują przestrzeganie zasad poufności informacji. W Pomorskim Centrum Certyfikacji Sp. z o.o. obowiązuje Kodeks Etyczny, który również podnosi sprawy związane z poufnością. Personel Pomorskiego Centrum Certyfikacji Sp. z o.o. podpisał ten dokument. 
Przed przeprowadzeniem auditu certyfikacyjnego w ramach SZBI  Pomorskie Centrum Certyfikacji Sp.  Zo.o. pozyskuje informacje od klienta czy jakiekolwiek informacje związane z SZBI (np. zapisy SZBI czy i jakiego typu informacje o projekcie lub efektywności zabezpieczeń nie mogą być udostępnione zespołowi auditującemu do wglądu, ponieważ zawierają informacje poufne lub wrażliwe. Jeśli okaże się, że brak dostępu zespołu audytowego do informacji wskazanych przez klienta uniemożliwia przeprowadzenie skutecznego procesu certyfikacji, Pomorskie Centrum Certyfikacji Sp.  z o.o. informuje klienta o niemożności przeprowadzenia badań audytowych, dopóki nie zostaną zapewnione właściwe warunki dostępu.

Wniosek o certyfikację

Wniosek o certyfikację systemu zarządzania dostępny jest na stronie internetowej Pomorskiego Centrum Certyfikacji Sp. z o.o. – www.eccsc.pl. 

Klient wypełnia wniosek i odsyła go do siedziby Pomorskiego Centrum Certyfikacji Sp. z o.o. Personel rejestruje wniosek w odpowiednim rejestrze, a następnie kompetentny pracownik dokonuje jego przeglądu.

Przegląd wniosku i sporządzenie oferty na jego podstawie jest bezpłatne i niezobowiązujące.

Przygotowanie oferty

Na podstawie informacji zawartych we wniosku o certyfikację przygotowywana jest oferta na świadczenie usług certyfikacyjnych. Po zaakceptowaniu warunków przedstawionych w ofercie przygotowywana jest umowa na świadczenie usług certyfikacyjnych.

Przygotowanie do auditu

Na podstawie danych zawartych we wniosku dotyczących specyfiki prowadzonej działalności, kompetentna w tym zakresie osoba dokonuje wyboru zespołu auditorskiego i fakt ten dokumentuje na odpowiednim formularzu. Skład zespołu auditorskiego jest akceptowany przez organizację auditowaną. Na żądanie Klienta dostarczane są dodatkowe informacje dotyczące kompetencji zespołu auditorskiego. Klient ma prawo wnieść zastrzeżenia co do składu zespołu audytorskiego, jeśli są ku temu uzasadnione przesłanki wskazujące np.  na możliwość zagrożenia bezstronności ocen. 

Czas potrzebny do dokonania oceny systemu zarządzania Klienta ustalany jest na postawie m.in. wielkości organizacji, ilości lokalizacji, liczby zatrudnionego personelu objętego certyfikacją, złożoności procesów realizowanych przez organizację oraz innych czynników, zależnych od wybranej normy odniesienia. Czas auditu ustalany jest zgodnie z wymaganiami wskazanymi w dokumencie „Dokument obowiązkowy IAF dotyczący ustalania czasu trwania auditów QMS i EMS (IAF MD 5:2023 wydanie 3, IAF MD 1:2023 wydanie 2, IAF MD 22:2023
 wydanie 1 oraz normy PN-ISO/IEC 27006:2016-12, ISO 27006:2015/amd 1:2020).

Pomorskie Centrum Certyfikacji Sp. z o.o. uzgadnia z Klientem, którego organizacja ma być certyfikowana dogodny termin, tak aby najlepiej przedstawić pełny zakres organizacji. Pod rozwagę bierze się np. porę roku, miesiąc, dzień/datę i zmianę. 

Audit początkowej certyfikacji
W przypadku certyfikacji SZBI  - PCC Sp.  zo.o. wymaga, aby klient wykonał wszystkie niezbędne uzgodnienia zapewniające dostęp do raportó LISTNUM w z audytów wewnętrznych oraz raportów LISTNUM  z niezależnych przeglądów bezpieczeństwa informacji. W pierwszej fazie audytu certyfikacyjnego klient zobowiązany jest do dostarczenia następujących informacji: 

- ogólne informacje dotyczące SZBI i działań , które obejmują ten system

- kopię dokumentacji SZBI wymaganą IS/IEC 27001, oraz tam, gdzie jest to wymagane, dokumenty związane. 

Pomorskie Centrum Certyfikacji Sp.  zo.o. uzgadnia z Klientem, który ma być certyfikowany, dogodny termin audytu, w którym będzie można najlepiej przedstawić pełny zakres organizacji. Pod rozwagę można wziąć odpowiednio: porę roku, miesiąc, dzień/datę i zmianę.  

Audit początkowej certyfikacji składa się zawsze z dwóch etapów. Audit prowadzony jest zgodnie z obowiązującą Procedurą Auditowania Klientów.

Audit początkowej certyfikacji w etapie 1
Pierwszy etap auditu prowadzony jest w lokalizacji Klienta w celu:

( przeglądu udokumentowanych informacji systemu zarządzania organizacji, 

- w przypadku certyfikacji na zgodność z ISO/IEC 27001 oprócz przeglądu dokumentacji systemu zarządzania klienta dokonuje się w szczególności przeglądu analizy ryzyka związanego z bezpieczeństwem informacji oraz deklaracji stosowania

( oceny lokalizacji klienta i specyficznych dla lokalizacji warunków, 

( przeprowadzenia rozmów z personelem organizacji w celu określenia gotowości do drugiego etapu auditu,

 ( przeprowadzenia przeglądu statusu organizacji i zrozumienia wymagań normy odniesienia, zwłaszcza w odniesieniu do identyfikacji zagrożeń i analizy ryzyka, kluczowych wyników działań lub znaczących aspektów, procesów, celów i działania systemu zarządzania, 

( zebrania niezbędnych informacji dot. zakresu systemu zarządzania (ze szczególnym uwzględnieniem kodów PKD, lokalizacji klienta, stosowanych procesów i wyposażenia, poziomu ustalonych środków nadzoru, zwłaszcza w przypadku organizacji wielooddziałowych, mających zastosowanie wymagań przepisów prawnych i regulacyjnych), 

( przeprowadzenia przeglądu przydziału zasobów do drugiego etapu i uzgodnienia z organizacją szczegółów drugiego etapu, 

( skoncentrowania się na zaplanowaniu drugiego etapu auditu poprzez osiągnięcie wystarczającego zrozumienia systemu zarządzania organizacji i prowadzonej przez nią działalności w danej lokalizacji w kontekście normy dotyczącej systemu zarządzania lub innego dokumentu normatywnego, 

( oceny planowania i realizowania auditów wewnętrznych i przeglądów zarządzania oraz czy poziom wdrożenia systemu zarządzania uzasadnia gotowość organizacji do drugiego etapu auditu.
Wyniki z pierwszego etapu przekazywane są Klientowi w formie raportu. Informacje uzyskane podczas 1 etapu auditu pozwalają Audytorom na poprawne przygotowanie planu na etap 2 oraz podjęcie decyzji o odstępie czasu miedzy etapem 1 a etapem 2.
Audit w etapie 1 początkowej certyfikacji przeprowadza Auditor Wiodący lub inny auditor będący członkiem zespołu audytującego. Odstęp pomiędzy etapem pierwszym a drugim początkowej certyfikacji jest zależny od gotowości systemu do certyfikacji. Nie powinien on przekraczać 6 m-cy pomiędzy etapem 1 i 2. W przypadku małych organizacji, których wielkość nie przekracza 10 etatów etap 1 i 2 mogą następować bezpośrednio po sobie pod warunkiem, że klient i jego organizacja wyrażają swoją gotowość do certyfikacji w etapie 2.
Dodatkowo w przypadku auditu na zgodność z wymaganiami ISO/IEC 27001:

Po dokonaniu auditu w etapie pierwszym raport przekazywany jest do jednostki celem dokonania jego przeglądu, następnie jest przekazany klientowi. W raporcie z etapu 1 auditor wiodący odnosi się do oceny zasobów – potwierdza, czy członkowie zespołu auditujacego posiadają niezbędne kompetencje do przeprowadzenia auditu w etapie 2.   Po przeglądzie raportów podejmowana jest decyzja o przeprowadzeniu auditu w etapie 2 i doborze członków zespołu audytującego posiadających odpowiednie kompetencje. 

Przegląd raportu z etapu 1 jest niezależny i jest dokonywany przez osobę z jednostki certyfikującej niezaangażowanej w audit.

Audit początkowej certyfikacji w etapie 2
Badanie auditowe w etapie 2 auditu początkowej certyfikacji przeprowadzane przez Pomorskie Centrum Certyfikacji Sp. z o.o.  odbywa się zawsze w siedzibie Klienta               w celu potwierdzenia zgodności i skuteczności wdrożonego systemu zarządzania z wymaganiami normy. W odniesieniu do SZBI cele audytu obejmują określenie skuteczności systemu zarządzania , aby zapewnić, że na podstawie szacowania ryzyka klient wdrożył dające się zastosować zabezpieczenia i osiągnął ustalone cele bezpieczeństwa informacji.

Audit przeprowadzany jest na terenie organizacji i weryfikuje istniejące procedury organizacji na zgodność z normą i innymi mającymi zastosowanie dla systemu zarządzania. 

Ponadto audit w etapie 2 obejmuje:

- informacje i dowody zgodności ze wszystkimi wymaganiami normy odniesienia lub innych dokumentó LISTNUM w normatywnych.
- monitorowanie, pomiary, raportowanie i przeglądanie osiągnięć w odniesieniu do kluczowych celów i zadań,

- ocenę zdolności systemu zarządzania organizacji i sposobu jego działania odnośnie do spełniania mających zastosowanie wymagań prawnych, regulacyjnych i umów,

- nadzór operacyjny organizacji nad procesami,

- audity wewnętrzne i przeglądy zarządzania,

- odpowiedzialność kierownictwa za politykę organizacji.

Podczas auditu w etapie 2, w podczas auditu na zgodność z ISO/IEC 27001 auditor zwraca uwagę na następujące elementy:

- czy organizacja potrafi wykazać, że analiza zagrożeń bezpieczeństwa informacji ma związek z działalnością organizacji i jest do niej adekwatna (norma ISO/IEC 27001)

- czy organizacja dokonała oceny zgodności z prawem oraz podjęła działania w przypadku stwierdzenia niezgodności z odpowiednimi przepisami

Podczas auditu i/lub na spotkaniu zamykającym Auditor Wiodący przedstawia wnioski  Klientowi, udziela wyjaśnień dotyczących ustaleń z auditu, ale nie doradza ani nie udziela  konsultacji.
Audity zdalne

Proces auditu może zostać przeprowadzony z wykorzystaniem technik auditowania zdalnego, tj. interaktywna współpraca przy użyciu sieci www, spotkania internetowe, telekonferencje i/lub elektroniczna weryfikacja procesów klientów. Audit zdalny nie może trwać więcej niż 30% zaplanowanego czasu trwania auditu.

Raport z auditu

Wnioski z auditu auditorzy dokumentują w formie raportu, który jest przekazywany do siedziby Pomorskiego Centrum Certyfikacji Sp. z o.o. Raport podlega analizie przez Prezesa i/lub osobę odpowiedzialną za podjęcie decyzji certyfikacyjnej i/lub Komitet Techniczny. Następnie podejmowana jest decyzja o udzieleniu bądź odmowie udzielenia certyfikacji. Raport przekazywany jest Klientowi.

W certyfikacji systemu zarządzania bezpieczeństwem i higieną pracy zespół auditujący przeprowadza rozmowy z następującym personelem:

- kierownictwem ponoszącym odpowiedzialność prawną za BHP,

- przedstawicielami pracowników odpowiedzialnymi za BHP,

- personelem odpowiedzialnym za monitorowanie stanu zdrowia pracowników, np. lekarzami, pielęgniarkami Medycyny Pracy; rozmowy te mogą być prowadzone zdalnie,

- kierownikami oraz pracownikami zatrudnionymi na stałe lub tymczasowo,

- kierownikami i pracownikami wykonującymi działania związane z zapobieganiem ryzykom dla bezpieczeństwa i higieny pracy,

- kierownikami i pracownikami wykonawców.

W przypadku pojawienia się niezgodności z wymaganiami prawnymi Pomorskie Centrum Certyfikacji bezzwłocznie powiadamia auditowaną organizację o pojawieniu się takiej sytuacji. Przedstawiciel organizacji auditowanej jest poproszony o zaroszenie do udziału w spotkaniu zamykającym członków kierownictwa prawnie odpowiedzialnych za bezpieczeństwo i higienę pracy, personelu odpowiedzialnego za monitorowanie stanu zdrowia pracowników oraz przedstawiciela pracowników odpowiedzialnego za bezpieczeństwo i higienę pracy. W przypadku nieobecności należy napisać uzasadnienie.

Decyzja certyfikacyjna

Decyzję o certyfikacji danego systemu zarządzania podejmuje Prezes. Gdy Prezes uczestniczył w audicie, decyzja jest podejmowana przez Przewodniczącego Komitetu Technicznego. Decyzja o przyznaniu certyfikatu nie może być podjęta dopóki wszystkie niezgodności nie zostaną skorygowane, a działania korygujące sprawdzone przez jednostkę certyfikującą (Audytor Wiodący dokonuje oceny skuteczności działań w uzgodnionym czasie).  
W przypadku decyzji o odmowie udzielenia certyfikacji organizacja otrzymuje pisemną decyzję wraz z uzasadnieniem. Od decyzji można się odwołać w sposób opisany w Procedurze skarg, reklamacji i odwołań dostępnej również na stronie internetowej Pomorskiego Centrum Certyfikacji Sp. z o.o.

Odmowa udzielenia certyfikacji ma miejsce zazwyczaj gdy:

· Organizacja nie zareaguje na niezgodności w odpowiednim czasie

· Działania podjęte w stosunku do zidentyfikowanych niezgodności są nieskuteczne

· Organizacja nie spełnia wymogów zawartych  w umowie.

Certyfikat ważny jest przez 3 lata od daty podjęcia decyzji o certyfikacji. Warunkiem utrzymania ważności certyfikacji jest poddanie się organizacji tzw. auditom w nadzorze. 

Przekazanie certyfikatu następuje w terminie uzgodnionym z organizacją, po spełnieniu warunków wskazanych w umowie. Informacja o udzieleniu certyfikacji umieszczana jest na stronie Pomorskiego Centrum Certyfikacji Sp. z o.o.

W przypadku 

Audity w nadzorze

Celem nadzoru jest sprawdzenie i potwierdzenie czy system zarządzania Klienta nadal funkcjonuje zgodnie z wymaganiami normy odniesienia, wymaganiami prawnymi i wymaganiami własnymi organizacji oraz czy jest on doskonalony. Podczas auditów w nadzorze potwierdza się, że Klient spełnia wymagania certyfikacyjne zawarte w umowie. 
Audity nadzoru powinny być przeprowadzane co najmniej raz w roku kalendarzowym. Data pierwszego auditu nadzoru po certyfikacji początkowej nie powinna być późniejsza niż 12 miesięcy od daty podjęcia decyzji certyfikacyjnej. 

Przewiduje się, że drugi audit w ramach nadzoru nad wydanym certyfikatem systemu zarządzania, przeprowadzany zostanie terminie 24 m-cy od daty wydanej decyzji o nadaniu certyfikacji z tolerancją (plus/minus) cztery tygodnie. 

Audity nadzoru są zawsze auditami realizowanymi w lokalizacji Klienta.

Plan pełnego cyklu auditów w nadzorze obejmuje cały zakres normy. 

Zawsze przeglądowi poddaje się:

· audity wewnętrzne i przeglądy zarządzania,

· przegląd realizacji działań podjętych w odniesieniu do niezgodności zidentyfikowanych podczas poprzedniego auditu. W przypadku, gdy Klient nie podjął działań mających na celu usunięcie niezgodności lub kiedy działania te okazują się nieskuteczne, Auditor otwiera kolejną kartę niezgodności i sytuację taką opisuje w raporcie.

· postępowanie ze skargami/reklamacjami,

· skuteczność systemu zarządzania pod względem osiągania celów przez organizację i zamierzonych wyników odpowiedniego systemu zarządzania,

· reakcję  na spostrzeżenia – postęp planowanej działalności mającej na celu ciągłe doskonalenie

· ciągły nadzór operacyjny,

· przegląd wszelkich zmian,

ocenę przestrzegania umowy o certyfikację, w tym stosowanie znaków certyfikacji i/lub powoływanie się na certyfikację.

Pomorskie Centrum certyfikacji Sp. z o.o. utrzymuje certyfikację na podstawie wykazywania, że organizacja stale spełnia wymagania normy odniesienia. Utrzymywanie certyfikacji jest prowadzone na podstawie:
- pozytywnych rekomendacji auditora wiodącego,
- terminowego i skutecznego wykonywania działań korekcyjnych i/lub korygujących,
- ocen i decyzji w procesie nadzoru nad systemem zarządzania
- przestrzegania wymagań certyfikacyjnych zawartych w umowie na świadczenie usług certyfikacyjnych..

W przypadku Klientów, którzy posiadają organizacje wielooddziałowe, w trzyletnim cyklu ważności certyfikatu, przeprowadza się audity w określonej ilości oddziałów (zgodnie z zaplanowanym planem pobierania próbek).

W przypadku występowania wielu oddziałów nie obejmujących tych samych działań i procesów oraz w przypadku organizacji wieloodziałowych o wysokiej kategorii złożoności ryzyk dla BHP nie należy stosować próbkowania. 
W okresie nadzoru certyfikowana organizacja jest zobowiązana do informowania  Pomorskiego Centrum Certyfikacji Sp. z o.o. o wszystkich ważnych zmianach w jej systemie zarządzania, w tym  o zmianach organizacyjno-prawnych, w szczególności dotyczących statusu prawnego, danych organizacji Klienta, struktury organizacyjnej, zakresu działania objętego certyfikowanym systemem.
Audity specjalne

W okresie nadzoru nad systemem zarządzania Klienta, Pomorskie Centrum Certyfikacji Sp. z o.o. może zadecydować o konieczności przeprowadzenia dodatkowego auditu (audit z krótkim terminem powiadomienia lub bez zawiadomienia, tzw. audit specjalny), w celu zbadania skarg lub w odpowiedzi na zmiany w wymaganiach certyfikacyjnych, w ramach postępowania z przywróceniem ważności certyfikacji. Zakres takiego auditu, czas jego trwania, skład zespołu auditującego uzależnione są od konkretnego rozpatrywanego przypadku i nie wynikają z zasad kalkulacji czasu trwania auditu.

Audit specjalny może być przeprowadzony również w celu:

- dostarczenia obiektywnych dowodów potwierdzających skuteczne wdrożenie działań korekcyjnych i/lub korygujących (sprawdzenie wykonania działań korekcyjnych i/lub korygujących, których nie można sprawdzić poprzez weryfikację nadesłanych dowodów i/lub jest ich zbyt duża ilość lub zidentyfikowana została duża niezgodność wymagająca oceny na miejscu - o tym fakcie podczas auditu informuje Klienta Auditor Wiodący – zazwyczaj informacja ta pojawia się na spotkaniu zamykającym. Audit specjalny obejmuje wyłącznie obszary związane z niezgodnościami, których skuteczność realizacji ma być oceniona);

- rozszerzenia zakresu udzielonej certyfikacji
- przejściem na nowe wymagania norm odniesienia

Uwaga!

Wymagania dla organizacji certyfikowanych w programach BHP
W przypadku powzięcia przez PCC SP.  zo.o wiadomości o wystąpieniu poważnego incydentu
 związanego z bezpieczeństwem i higieną pracy, na przykład poważnego wypadku lub poważnego naruszenia przepisu prawa, konieczne może być przeprowadzenie auditu specjalnego w celu zbadania, czy nie doszło do pogorszenia działania systemu zarządzania BHP certyfikowanej organizacji i czy jego funkcjonowanie było skuteczne. PCC Sp. z o.o. dokumentuje wynik takiego badania raportem z auditu specjalnego. Organizacja certyfikowana przekazuje do PCC Sp. z o.o. informacje dotyczące poważnych incydentów, takich jak poważny wypadek lub poważne naruszenie przepisu prawa w obszarze BHP, skutkujące koniecznością zaangażowania organu kontrolnego w zakresie BHP. Takie informacje, otrzymane od organizacji lub uzyskane bezpośrednio przez zespół auditujący podczas auditu stanowią podstawę do podjęcia decyzji odnośnie działań, które powinny zostać podjęte, łącznie z zawieszeniem lub cofnięciem certyfikacji, jeżeli możliwe jest wykazanie, że system zarządzania BHP organizacji w poważnym stopniu nie spełnił wymagań certyfikacyjnych BHP stawianych przez PCC Sp. z o.o.
Zakres auditu specjalnego w każdym przypadku, czas jego trwania, skład zespołu auditującego uzależnione są od konkretnej indywidualnej sytuacji i nie wynikają z zasad kalkulacji czasu trwania auditu. 

Ponowna certyfikacja

Przed upływem okresu ważności certyfikatu, dla przedłużenia jego ważności na trzy kolejne lata Klient może wystąpić z wnioskiem do Pomorskiego Centrum Certyfikacji Sp. z o. o. o przeprowadzenie  auditu ponownej certyfikacji. Audit ten musi być przeprowadzony przed datą upływu ważności certyfikatu. Metodyka auditu ponownej certyfikacji jest zgodna z metodyką auditu certyfikacyjnego etap 2, z tym że audit poprzedzony jest oceną dokumentacji systemu zarządzania Klienta. W przypadku znaczących zmian w systemie zarządzania Klienta może zaistnieć konieczność przeprowadzenia auditu w etapie 1. 

Podczas auditu ponownej certyfikacji dokonuje się przeglądu raportów z trzyletniego okresu funkcjonowania systemu zarządzania pod kątem sprawdzenia skuteczności doskonalenia. Audit ponownej certyfikacji ukierunkowany jest na:

· skuteczność systemu zarządzania jako całości w świetle zmian wewnętrznych i zewnętrznych oraz jego stałą odpowiedzialność i przydatność do zakresu certyfikacji

· wykazanie zaangażowania w utrzymanie skuteczności oraz doskonalenie systemu zarządzania w celu poprawy ogólnego sposobu działania

· ustalenie czy działanie certyfikowanego systemu zarządzania przyczynia się do realizacji polityki, osiągania celów organizacji i zamierzonych wyników systemu zarządzania

· poprawność stosowania znaków certyfikacji.

Przed upływem daty ważności certyfikacji, Pomorskie Centrum Certyfikacji Sp. z o.o. musi zweryfikować wdrożenie korekcji i działań korygujących dla każdej dużej niezgodności. Gdy działania nie zostaną zakończone przed upływem daty ważności certyfikacji np. audit ponownej certyfikacji nie zostanie zakończony lub PCC Sp. z o.o. nie zweryfikuje wdrożenia korekcji i działań korygujących dotyczących jakiejkolwiek dużej niezgodności, wówczas ponowna certyfikacja nie może być rekomendowana, a ważność certyfikacji przedłużona.

Jeśli działania dotyczące ponownej certyfikacji zostaną zakończone z wynikiem pozytywnym, to przed upływem daty ważności aktualnej certyfikacji data ważności nowej certyfikacji może być określona na podstawie daty ważności aktualnej certyfikacji. Data wydania nowego certyfikatu powinna być datą podjęcia decyzji w sprawie ponownej certyfikacji lub datą późniejszą.

 Po wygaśnięciu certyfikacji w ciągu 6 miesięcy jest możliwość wznowienia certyfikacji, pod warunkiem zakończenia niewykonanych działań dotyczących ponownej certyfikacji. W tym przypadku należy przeprowadzić audit ponownej certyfikacji (certyfikat wydawany jest z datą decyzji, a jego ważność

liczona jest z zachowaniem 3 lat liczonych od wygaśnięcia poprzedniego certyfikatu; na certyfikacie wskazana jest data ważności ostatniego cyklu razem z datą auditu ponownej certyfikacji).
W przypadku, gdy klient posiada już certyfikowany system zarządzania, np. w programie innym niż ten, o który aktualnie wnioskuje, Pomorskie Centrum Certyfikacji Sp. z o.o. przeprowadza zawsze audit początkowej certyfikacji (dwuetapowy).

4. Audit przejścia na nowe wymagania normy ISO/IEC 27001:2022
5.
Zawieszanie, cofanie, ograniczanie lub rozszerzanie zakresu certyfikacji
5.1 Certyfikat może zostać zawieszony w przypadku: 

- stwierdzenia podczas auditu nadzoru niezgodności z kryteriami będącymi podstawą wydania certyfikatu, np. postepowania organizacji niezgodnego z zawartą umową o certyfikację systemu zarządzania,
- certyfikowany system zarządzania organizacji stale lub poważnie nie spełnia wymagań certyfikacyjnych, w tym wymagań dotyczących skuteczności systemu zarządzania

- nieprzeprowadzenia auditu nadzoru  w planowanych odstępach czasowych, w tym przynajmniej raz w roku kalendarzowym z powodu okoliczności leżących po stronie Klienta, 

- nieuiszczenia opłaty z tytułu sprawowania nadzoru nad systemem zarządzania, ponownej certyfikacji
- na wniosek organizacji o zawieszenie,
-  certyfikowana organizacja nie podjęła w uzgodnionym terminie działań dla wprowadzenia zmian w systemie zarządzania wynikających ze zmiany wymagań odniesienia.

5.2 O zawieszeniu certyfikatu, Pomorskie Centrum Certyfikacji Sp. z o.o. informuje Klienta wzywając jednocześnie do podjęcia działań mających na celu usunięcie okoliczności uniemożliwiających utrzymanie ważności certyfikatu. 

5.3 Wezwanie, o którym mowa w ust. 2, zawiera termin na usunięcie nieprawidłowości lub podjęcie działań umożliwiających wznowienie certyfikatu. Termin zawieszenia określa Prezes. Zawieszenie ważności certyfikatu nie może przekraczać 6 m-cy. W zawieszeniu certyfikacja jest czasowo nieważna. W przypadku zawieszenia Klient zobowiązany jest do nie promowania swojej certyfikacji. Pomorskie Centrum Certyfikacji Sp. z o.o. może umieścić  informację o zawieszeniu certyfikacji na stronie www.eccsc.pl
Wznowienie ważności certyfikacji może nastąpić po przekazaniu przez certyfikowanego klienta informacji o spełnieniu warunków towarzyszących zawieszeniu. Decyzję o wznowieniu ważności certyfikatu podejmuje Prezes. 

5. 4  Po bezskutecznym upływie terminu, o którym mowa w pkt. 3, Pomorskie Centrum Certyfikacji Sp. z o.o. cofa certyfikat. 

5.5 Cofnięcie certyfikacji może nastąpić w wyniku:

- stwierdzenia, że nie zostały rozwiązane w czasie ustalonym przez Pomorskie Centrum   Certyfikacji Sp. z o.o. kwestie, które spowodowały zawieszenie,  w tym np. nieprawidłowe, wprowadzające w błąd stosowanie certyfikatu bądź znaku certyfikacji, nieskuteczność systemu zarządzania, a charakter przyczyn tego stanu wskazuje na konieczność gruntownych zmian w systemie zarządzania organizacji,
 - stwierdzenie trwałego zaprzestania świadczenia usług, realizacji procesów objętych certyfikowanym systemem, zaprzestania działalności

- nieuregulowania zobowiązań finansowych 

- organizacja nie jest w stanie usunąć w terminie przyczyn powodujących zawieszenie certyfikacji,

- na prośbę klienta.

5.6 Po cofnięciu certyfikatu Klient jest zobowiązany do zaprzestania powoływania się na status organizacji certyfikowanej i używania certyfikatów we wszystkich materiałach reklamowych.

Decyzję o cofnięciu certyfikacji podejmuje Prezes.

5.7 Ograniczenie zakresu podanego na certyfikacie może nastąpić:

- w wyniku stwierdzenia, że nie zostały rozwiązane w czasie wskazanym przez Pomorskie Centrum Certyfikacji Sp. z o.o. kwestie, które spowodowały ograniczenie certyfikacji

- w celu wykluczenia tych części, które nie spełniają wymagań, kiedy Klient stale lub w poważnym stopniu nie spełnia wymagań certyfikacyjnych dla tych części i zakresu certyfikacji

- na wniosek Klienta.

4.8  Każde ograniczenie certyfikacji musi być zgodne z wymaganiami normy zastosowanej do certyfikacji. 

4.9  Informacje dotyczące zawieszenia, cofnięcia certyfikacji mogą być publikowane na stronie internetowe Pomorskiego Centrum Certyfikacji Sp. z o.o. – www.eccsc.pl – zakładka System Certyfikacji – P4  Procedura zawieszania, cofania,  i ograniczania oraz rozszerzenia zakresu certyfikacji
W przypadku zintegrowanego systemu zarządzania  - jeżeli certyfikacja w odniesieniu do jednej lub większej liczby  norm, specyfikacji dotyczących systemu zarządzania zostaje zawieszona, ograniczona lub cofnięta  wówczas PCC Sp. z o.o. dokonuje  analizy wpływu tego faktu na certyfikację udzieloną do pozostałych norm specyfikacji dotyczącej systemu zarządzania 
6. Przenoszenie akredytowanej certyfikacji systemu zarządzania 
Przejęcie certyfikacji następuje wtedy gdy klient certyfikowany przez inną jednostkę certyfikującą postanawia zostać Klientem Pomorskiego Centrum Certyfikacji Sp. z o.o. Do przeniesienia kwalifikowane mogą być jedynie certyfikacje akredytowane przez sygnatariusza IAF MLA. Organizacje , których certyfikacje nie są objęte taką akredytacją powinny być traktowane jak nowi Klienci.

Certyfikowane i posiadające akredytację systemy zarządzania mogą być przejęte przez Pomorskie Centrum Certyfikacji Sp. z o.o. na każdym etapie cyklu certyfikacyjnego i skutkują wydaniem certyfikatu Pomorskiego Centrum Certyfikacji Sp. z o.o. , ważnego do końca pozostałego jeszcze cyklu certyfikacyjnego.

Certyfikaty zawieszone, wycofane lub takie, które mają duże niezgodności nie mogą podlegać procesowi przeniesienia i należy je traktować jak nowe certyfikacje wymagające dwuetapowego auditu całego systemu zarządzania.

Przebieg postępowania jest zgodny z dokumentem obowiązkowym IAF dotyczącym przenoszenia akredytowanej certyfikacji systemów zarządzania wydanie 2 (IAF MD 2:2023).
7.  Przeniesienie praw praw

Przeniesienie praw następuje na wniosek organizacji w wyniku zmian w statusie prawnym certyfikowanej organizacji (np. przekształcenie). Do wniosku Klient dołącza dokument potwierdzający zmianę statusu prawnego certyfikowanej organizacji (np. KRS, Księga Rejestrowa). Po przeanalizowaniu przez jednostkę certyfikującą dokumentów podejmowana jest decyzja o przeniesieniu praw certyfikacji. Decyzję taką podejmuje Prezes Pomorskiego Centrum Certyfikacji Sp. z o.o. W przypadku, gdy zmianie ulega tylko forma prawna danej firmy lub dokonywana jest zmiana nazwy firmy, przeniesienie praw może nastąpić bez konieczności przeprowadzania auditu dodatkowego. W przypadku, gdy zmianie ulega np. lokalizacja bądź Zarząd, Prezes podejmuje decyzję o przeniesieniu praw certyfikowanej organizacji po przeprowadzeniu auditu dodatkowego. Zakres takiego auditu określa Prezes i przekazuje dalsze wytyczne wyznaczonemu audytorowi.
8.Certyfikacja transgraniczna 

8.1.  Pomorskie Centrum Certyfikacji Sp.  z o.o. prowadzi działalność certyfikacyjną w kraju   i poza jego granicami za którą ponosi pełną odpowiedzialność prawną, finansową i operacyjną za wszelkie podejmowane działania i  wydawane wyniki ocen zgodności.

8.2. Procesy certyfikacji w ramach akredytowanej działalności transgranicznej w obszarze oceny  realizowane są tylko w tych krajach, które zostały wyszczególnione w polisie ubezpieczeniowej.

8.3. W zakresie prowadzenia działalności certyfikacyjnej transgranicznej, w  przypadku jakichkolwiek wątpliwości, które mogłyby nie korzystnie wpłynąć na spełnienie wymagań akredytacyjnych, Pomorskie Centrum Certyfikacji Sp.  zo.o deklaruje,  możliwość nawiązania kontaktu z jednostkami certyfikującymi kraju, w którym ma być prowadzony  proces certyfikacji a w razie konieczności także nawiązanie kontaktu z jednostką akredytującą. 

8.4.  Na wniosek Klienta zainteresowanego certyfikacją udzieloną przez Pomorskie Centrum Certyfikacji Sp. zo.o., zlokalizowanego poza granicami Polski, jednostka bierze pod uwagę zasady akredytacyjne dotyczące certyfikacji transgranicznej opublikowane w stosownych dokumentach dostępnych na stronie PCA, oraz własne możliwości techniczne i kompetencje do zapewnienia wymaganej wiedzy uwzględniając takie czynniki jak:

- znajomość języka obcego,

- obszar geograficzny,

- kulturę,

- wymagania prawne obowiązujące w danym kraju, które warunkują podjęcie decyzji odnośnie do przeprowadzenia procesu certyfikacji poza granicami Polski.
9. Skargi , reklamacje 

Pomorskie Centrum Certyfikacji Sp. z o.o. w toku prowadzonej działalności certyfikacyjnej uznaje możliwości wystąpienia skarg i reklamacji w dwóch podstawowych obszarach:

· zastrzeżenia co do działalności jednostki certyfikującej

· zastrzeżenia dotyczące działań certyfikowanego przez Pomorskie Centrum Certyfikacji Sp. z o.o. podmiotu.

Każda skarga podlega rejestracji i jest przyjęta do rozpatrzenia. Każda Organizacja, czy też indywidualny Klient może złożyć skargę w formie ustnej, osobiście, drogą telefoniczną lub poprzez e-mail. Każdy rodzaj skargi podlega rejestracji w rejestrze skarg, reklamacji i odwołań z zaznaczeniem formy zgłoszenia. Pomorskie Centrum Certyfikacji Sp. z o.o. przekazuje odpowiedź na skargi pisemne nie później niż w terminie 14 dni od jej wpływu. W przypadku gdy ostateczne rozstrzygniecie w ustalonym terminie jest niemożliwe, Prezes Pomorskiego Centrum Certyfikacji Sp. z o.o. przekazuje informację o podjętych w tym zakresie czynnościach wyjaśniających wraz z przybliżonym terminem rozpatrzenia skargi. Skargi, które wpłynęły za pośrednictwem linii telefonicznej także podlegają rozpatrzeniu i przeważnie w formie ustnej przekazywana jest odpowiedź. Klientowi przysługuje prawo wniesienia skargi do Prezesa Pomorskiego Centrum Certyfikacji Sp. z o.o.  w sprawach dotyczących sposobu przeprowadzania postępowania związanego z certyfikacją, w tym prawo wniesienia skargi dotyczącej pracy zespołu auditującego. W przypadku, gdy Auditorem Wiodącym jest Prezes Pomorskiego Centrum Certyfikacji Sp. z o.o. Klientowi przysługuje możliwość złożenia skargi bezpośrednio do Komitetu Ochrony Bezstronności i Odwołań na adres Pomorskiego Centrum Certyfikacji Sp. z o.o. 

Jeśli skarga dotyczy certyfikowanego Klienta wówczas skarga kierowana jest do Klienta, którego dotyczy celem otrzymania stanowiska co do przedmiotu skargi. Jednocześnie o złożonej skardze informowany jest również Auditor Wiodący przeprowadzający audit w podmiocie, na który zastała złożona skarga. Pomorskie Centrum Certyfikacji Sp. z o.o. kieruje się zasadą poufności podczas procesu rejestrowania, oceny i podejmowania decyzji w sprawie skarg zarówno w odniesieniu do skarżącego jak i samego przedmiotu skargi. 
10. 
Odwołania od decyzji jednostki certyfikującej
Każda Organizacja (Klient) może zwrócić się na piśmie w sprawach dotyczących wszystkich decyzji wydanych przez Pomorskie Centrum Certyfikacji Sp. z o.o. na wszystkich etapach prowadzonego procesu certyfikacji. Dotyczy to odwołań od decyzji odmowy udzielenia, cofnięcia, zawieszenia lub ograniczenia zakresu certyfikacji. Składanie, rozpatrywanie i podejmowanie decyzji w sprawie odwołań nie skutkuje żadnymi działaniami dyskryminującymi przeciwko składającemu odwołanie.

Osoby odpowiedzialne za rozpatrywanie odwołań są różne od tych, które uczestniczyły w procesie auditowania i podejmowały decyzje związane z certyfikacją systemu zarządzania.
11. Certyfikacja organizacji wielooddziałowych

1.
Odstąpienie od próbkowania oddziałów podczas planowania i prowadzenia auditu może wynikać z:
- wykonywania istotnie różnych działań przez wszystkie oddziały

- na wyraźne życzenie klienta, by każdy oddział został poddany auditowi,

- istnienia programu sektorowego lub wymagania prawnego, zgodnie z którym oddział powinien być systematycznie auditowany.

Kluczowe kryteria zapewniające skuteczne zaplanowanie i wykonanie programu audytów obejmują:

- uzyskanie na etapie planowania wiedzy na temat tego, które elementy/procesy/działania objęte systemem zarzadzania są realizowane w poszczególnych oddziałach;

- określenie krytycznych czynników, które powinny zostać ocenione w celu przeprowadzenia efektywnego i skutecznego auditu, w zależności od typu audytowanego systemu zarządzania; 

- wybór członków zespołu audytującego przy uwzględnieniu kryteriów określonych powyżej;

- przeznaczenie wystarczającego czasu na przeprowadzenie auditu na miejscu.

Skargi stanowią potencjalny incydent i wskazanie na możliwą niezgodność. 

2.
Kryteria kwalifikujące organizację wielooddziałową do certyfikacji.
2.1 Organizacja powinna mieć pojedynczy system zarządzania.  Organizacja powinna zidentyfikować swoją funkcję centralną. Funkcja centralna jest częścią organizacji i nie powinna być podzlecana organizacji zewnętrznej.

Funkcja centralna powinna mieć uprawnienia organizacyjne do zdefiniowania, ustanowienia i utrzymywania pojedynczego systemu zarządzania.

2.2  Pojedynczy system zarządzania organizacji powinien podlegać scentralizowanemu przeglądowi zarządzania.

2.3 Wszystkie oddziały powinny podlegać programowi auditów wewnętrznych organizacji.

2.4 Funkcja centralna powinna być odpowiedzialna za zapewnienie gromadzenia i analizowania danych ze wszystkich oddziałów i powinna być w stanie wykazać swoje uprawnienia i zdolność do inicjowania zmian organizacyjnych koniecznych między innymi, ale nie wyłącznie, w kontekście:

-  dokumentacji systemu i zmian w systemie;

-  przeglądów zarządzania;

- skarg;

-  oceny działań korygujących;

- planowania auditów wewnętrznych i oceny ich wyników; oraz

-  wymagań przepisów prawnych i regulacyjnych dotyczących obowiązującej(-ych) normy(norm).

Uwaga: Funkcja centralna jest tam, gdzie nadzór operacyjny i władza najwyższego kierownictwa organizacji są sprawowane w odniesieniu do każdego oddziału. Nie jest wymagane, aby funkcja centralna była zlokalizowana w jednym oddziale. 
3. Metodologia prowadzenia auditu organizacji wielooddziałowych z zastosowaniem próbkowania oddziałów
3.1 Warunki
3.1.1 Próbkowanie grupy oddziałów jest dozwolone w przypadku, gdy każdy z oddziałów realizuje bardzo podobne procesy/działania.

3.1.2  Nie wszystkie organizacje mieszczące się w definicji „organizacji wielooddziałowej” spełniają warunki umożliwiające zastosowanie próbkowania.

3.1.3 Nie wszystkie normy dotyczące systemów zarządzania są odpowiednie do certyfikacji wielooddziałowej. Na przykład, próbkowanie w organizacjach wielooddziałowych może być nieodpowiednie tam, gdzie wymaganiem normy jest auditowanie zmieniających się czynników lokalnych. Specjalne zasady mają również zastosowanie w przypadku niektórych programów, na przykład dotyczących lotnictwa (seria AS 9100) lub motoryzacji (IATF 16949), przy czym wymagania takich programów są nadrzędne.

3.1.4 Każdorazowo w odniesieniu do indywidualnego Klienta,  Prezes/Kierownik Jakości podejmuje decyzję o możliwości ograniczenia próbkowania oddziałów, uznając, że próbkowanie jest niewłaściwe dla uzyskania wystarczającego zaufania do skuteczności systemu zarządzania podlegającego auditowi. 

3.2 Próbkowanie
3. 2.1  Próbka powinna być w części selektywna, wybrana w oparciu o przedstawione poniżej czynniki, a w części losowa, przy czym wynikiem próbkowania ma być wybór reprezentatywnego zakresu różnych oddziałów, tak aby auditowi poddane zostały wszystkie procesy objęte zakresem certyfikacji.

3.2.2 Co najmniej 25% próbki powinno zostać wybrane losowo.

3.2.3 Biorąc pod uwagę przedstawione poniżej postanowienia, pozostałą część próbki należy wybrać w taki sposób, aby różnice między oddziałami wybranymi w czasie całego okresu ważności certyfikatu były możliwie duże.

3.2.4 Przy wyborze oddziałów należy uwzględnić, między innymi, następujące aspekty:

· wyniki auditów wewnętrznych w oddziałach i przeglądów zarządzania lub dotychczasowych auditów certyfikacyjnych; 

· zapisy dotyczące skarg oraz inne istotne aspekty działań korygujących i zapobiegawczych; 

· znaczące różnice w wielkościach oddziałów; 

· różnice dotyczące pracy zmianowej i procedur pracy; 

· złożoność systemu zarządzania i procesów realizowanych w oddziałach; 

· zmiany wprowadzone od czasu ostatniego auditu certyfikacyjnego; 

· dojrzałość systemu zarządzania i wiedza o organizacji; 

· kwestie dotyczące środowiska oraz zasięg aspektów środowiskowych i związanych z nimi wpływów w systemie zarządzania środowiskowego

· odmienność kulturowa, językowa i wymagania przepisów prawnych; 

· rozproszenie geograficzne oddziałów oraz

· czy są to oddziały stałe, tymczasowe czy wirtualne.

3.2.5 Wybór ten nie musi być dokonany na początku procesu auditu. Można go także dokonać po zakończeniu auditu funkcji centralnej. W każdym przypadku funkcja centralna powinna być poinformowana o oddziałach, które będą wchodziły w skład próbki. Informacje te można przekazać ze stosunkowo krótkim wyprzedzeniem przed auditem, jednak należy zapewnić wystarczającą ilość czasu na przygotowanie do auditu.

3.3 Wielkość próbki
· 3.3.1 Centrala powinna być auditowana podczas każdej certyfikacji i ponownej oceny oraz co najmniej raz w roku kalendarzowym  w nadzorze.

· 3.3.2 Minimalna liczba oddziałów, które powinny być wizytowane podczas auditu: 

· Audit certyfikacyjny: wielkość próbki równa jest pierwiastkowi kwadratowemu z liczby oddziałów, nie licząc centrali (y=√ x), po zaokrągleniu w górę do najbliższej liczby całkowitej. 

· Audit w nadzorze: wielkość pobieranej co roku próbki równa jest pierwiastkowi kwadratowemu z liczby oddziałów, nie licząc centrali, ze współczynnikiem 0.6 (y=0.6√ x), po zaokrągleniu w górę do najbliższej liczby całkowitej. 

· Audit ponownej oceny: wielkość próbki równa jest pierwiastkowi kwadratowemu z liczby oddziałów, nie licząc centrali, ze współczynnikiem 0,8 (y=0.8√ x), po zaokrągleniu w górę do najbliższej liczby całkowitej.

3.3.3 Wielkość próbki lub częstość próbkowania powinny być zwiększane tam, gdzie analiza ryzyka związanego z procesem/działaniem objętym systemem zarządzania podlegającym certyfikacji, przeprowadzona przez jednostkę certyfikującą, wskazuje na specjalne okoliczności odnoszące się do czynników takich, jak:

-  wielkość oddziałów i liczba zatrudnionych;

-  stopień złożoności lub poziom ryzyka związany z procesem/działaniem i systemem zarządzania;

- różnice w wykonywaniu pracy (np. praca zmianowa);  różnice w prowadzonych działaniach/procesach;

-  zapisy dotyczące skarg oraz inne istotne aspekty działań korygujących i zapobiegawczych;

-  jakiekolwiek aspekty wielonarodowościowe; oraz

-  wyniki auditów wewnętrznych i przeglądów zarządzania.

3.3.4 Jeżeli organizacja ma hierarchiczny system oddziałów (np. centrala (główne biuro), biura krajowe, biura regionalne, filie lokalne), to zdefiniowany powyżej model próbkowania stosuje się w audicie certyfikacji początkowej do każdego z tych poziomów.

Przykład: 1 centrala: wizytowana w każdym cyklu auditu (podczas auditu certyfikacji początkowej lub w nadzorze lub ponownej certyfikacji) 4 biura krajowe: próbka = 2: co najmniej 1 wybrane losowo 27 biur regionalnych: próbka = 6: co najmniej 2 wybrane losowo 1700 filii lokalnych: próbka = 42: co najmniej 11 wybranych losowo. 

Próbka biur regionalnych powinna obejmować co najmniej po jednym biurze regionalnym spośród biur nadzorowanych przez poszczególne biura krajowe. Próbka filii lokalnych powinna obejmować co najmniej po jednej filii lokalnej spośród filii nadzorowanych przez poszczególne biura regionalne. W wyniku tego, wielkość próbki na każdym z poziomów może przekraczać minimalną wielkość próbki obliczoną zgodnie z punktem 3.3.2

3.3.5 Proces próbkowania jest częścią zarządzania programem auditów.

 Prezes/Kierownik Jakości, w dowolnym czasie (tj. przed zaplanowaniem auditu w nadzorze, lub gdy struktura któregokolwiek oddziału organizacji uległa zmianie, lub w przypadku przejęcia nowego (- ych) oddziału(-ów), który(-e) zostanie(-ą) objęty(-e) certyfikacją), dokonuje przeglądu próbkowania przewidzianego w programie auditów w celu ustalenia potrzeby dostosowania wielkości próbki przed poddaniem jej auditowi dla utrzymania certyfikacji.

3.4 Dodatkowe oddziały
W przypadku zgłoszenia nowych oddziałów lub nowej grupy oddziałów do włączenia do już certyfikowanej organizacji wielooddziałowej, Prezes/Kierownik Jakości  określa wymagane działania, które muszą zostać wykonane przed włączeniem nowego(-ych) oddziału(- ów) do certyfikatu. W ramach tego procesu  rozważa, czy przeprowadzić audit nowego(- ych) oddziału(-ów) czy nie. Po włączeniu nowego(-ych) oddziału(-ów) do certyfikatu należy określić wielkość próbki dla kolejnych auditów w nadzorze lub auditów ponownej certyfikacji. 

4. Metodologia prowadzenia auditu organizacji wielooddziałowych w przypadkach, gdy zastosowanie postanowień punktu 3 nie jest właściwe .

4.1 Program auditów uwzględnia audit certyfikacji początkowej i audit ponownej certyfikacji wszystkich oddziałów. Audity w nadzorze powinny objąć w ciągu roku kalendarzowego 30% oddziałów, po zaokrągleniu w górę do liczby całkowitej. Każdy audit obejmuje funkcję centralną. Do drugiego auditu w nadzorze są zazwyczaj wybierane inne oddziały niż te wybrane do pierwszego auditu w nadzorze.

4.2 Program auditów jest opracowany w taki sposób, aby w ciągu każdego cyklu auditowi poddane zostały wszystkie procesy objęte zakresem certyfikacji.

4.2. Dodatkowe oddziały

W przypadku zgłoszenia nowego oddziału do włączenia do już certyfikowanej organizacji wielooddziałowej, oddział ten jest poddawany auditowi przed włączeniem go do certyfikatu, a ponadto objęty planowanym nadzorem w programie auditów. Po włączeniu nowego oddziału do certyfikatu, przy określaniu czasu auditu dla kolejnych auditów w nadzorze lub auditów ponownej certyfikacji oddział ten  zostaje uwzględniony razem z pozostałymi. 

5.  Metodologia prowadzenia auditu organizacji wielooddziałowych stanowiących połączenie oddziałów podlegających próbkowaniu oraz pozostałych oddziałów, niepodlegających próbkowaniu.
 Program auditów ustala z zastosowaniem postanowień punktu 3 w odniesieniu do tych oddziałów, które mogą być próbkowane, oraz punktu 4  w odniesieniu do pozostałej części organizacji, w przypadku której zastosowanie rozdziału 3 nie jest właściwe. 

6. Obliczanie czasu auditu
W skład organizacji spełniającej kryteria kwalifikujące mogą wchodzić oddziały podlegające próbkowaniu, oddziały niepodlegające próbkowaniu lub połączenie obydwu tych typów oddziałów. Czas auditu musi być wystarczający do przeprowadzenia skutecznego auditu niezależnie od charakteru organizacji. O ile nie uniemożliwiają tego specyficzne programy, zmniejszenie czasu auditu dla poszczególnych objętych próbką oddziałów nie może  przekroczyć 50%. 

Na przykład, 30% to maksymalne zmniejszenie czasu auditu dozwolone przez dokument IAF MD 5, natomiast 20% należy uznać za maksymalne zmniejszenie dopuszczalne w przypadku objętych pojedynczym systemem zarządzania procesów realizowanych przez funkcję centralną oraz wszelkich ewentualnych procesów scentralizowanych (np. zaopatrzenie). 

Czas auditu dla poszczególnych wybranych oddziałów (niezależnie od tego, czy zostały wybrane z zastosowaniem próbkowania , bez zastosowania próbkowania zgodnie , czy w oparciu o metodologię mieszaną , łącznie z elementami funkcji centralnej, jeżeli ma to zastosowanie, powinien być obliczany dla każdego oddziału z użyciem odpowiednich dokumentów IAF (np. IAF MD 5 dla systemów zarządzania jakością i zarządzania środowiskowego, IAF MD 11 dla zintegrowanych systemów zarządzania) oraz, w razie potrzeby, zgodnie z wszelkimi mającymi zastosowanie wymaganiami programów sektorowych dotyczącymi obliczania liczby osobodni. 

Przy ustalaniu programu audytów, przewiduje się dodatkowy wystarczający czas na działania nie objęte obliczonym czasem auditu, tj: przejazdy, komunikacja między członkami zespołu audytującego, lokalne spotkania otwierające, zamykające podczas auditu na miejscu, spotkania poauditowe, itp., wynikające ze specyficznej konfiguracji audytowanej organizacji.

4.
Jednostka bierze pod uwagę potrzebę przeprowadzenia 1 etapu auditu w więcej niż jednym oddziale w celu pozyskania informacji wymaganych normą ISO 17021-1:2015, pozwalających na zrealizowanie celów auditu.

5.
Audity w nadzorze - PCC Sp.z o.o. przeznacza wystarczający czas na przeprowadzenie  auditu na miejscu pozwalający na ocenę wszystkich procesów  głównych, jak również innych procesów w każdym z oddziałów. Procesy pomocnicze mogą być próbkowane pod warunkiem, że uzyskana zostanie znacząca wielkość próbki, gwarantująca dokonanie oceny zgodności z wymaganiami systemu zarządzania oraz normy ISO/IEC 17021-1:2015. PCC Sp. z o.o. zapewnia, że wybrane procesy poddane auditowi w ciągu 3-letniego cyklu będą wystarczająco reprezentatywne dla systemu zarządzania

6.
Czas auditu przewidziany dla poszczególnych oddziałów powinien zależeć od tego czy dany oddział realizuje procesy główne.

7.  Audit ponownej certyfikacji jest podobny jak w przypadku auditu certyfikacji początkowej. PCC Sp. z o.o. bierze pod uwagę, które procesy zostały poddane auditowi w poszczególnych oddziałach w bieżącym cyklu certyfikacji.

8.
Obliczanie czasu auditu
Do obliczania czasu auditu systemu zarządzania, niezależnie od liczby oddziałów powinny być stosowane właściwe normy ISO, dokumenty IAF (IAF MD5)  oraz gdy jest to konieczne, wszystkie mające zastosowanie wymagania programów sektorowych w powiązaniu z wymaganiami określonymi w niniejszym dokumencie, oraz procedurze audytowania klientów.

Powyższy czas auditu nie będzie krótszy od czasu obliczonego dla działalności  o tej samej wielkości i złożoności, gdyby cała ta działalność była wykonywana w jednym oddziale (tzn. ze wszystkimi pracownikami przedsiębiorstwa w tym samym oddziale).

9. Audity w nadzorze
Audity w nadzorze organizacji wielooddziałowych podlegających próbkowaniu powinny być prowadzone zgodnie z rozdziałem 3 . Czas auditu dla poszczególnych oddziałów powinien być obliczony zgodnie z rozdziałem 8 . Audity w nadzorze organizacji wielooddziałowych nie podlegających próbkowaniu zgodnie z rozdziałem 3 powinny być prowadzone w oparciu o zasadę auditowania 30% oddziałów plus funkcji centralnej. Próbka oddziałów wybranych do drugiego auditu w nadzorze w danym cyklu certyfikacji nie powinna zazwyczaj obejmować żadnych oddziałów wybranych w ramach pierwszego auditu w nadzorze. Czas auditu dla poszczególnych oddziałów powinien być obliczony zgodnie z punktem  8 .

10. Audit ponownej certyfikacji
Audity ponownej certyfikacji organizacji wielooddziałowych podlegających próbkowaniu powinny być prowadzone zgodnie z rozdziałem 3. Czas auditu dla poszczególnych oddziałów powinien być obliczony zgodnie z rozdziałem 8. 

Audity ponownej certyfikacji organizacji wielooddziałowych nie podlegających próbkowaniu powinny być prowadzone zgodnie z zasadą dotyczącą auditu certyfikacji początkowej, tj. auditowane powinny być wszystkie oddziały plus funkcja centralna. Czas auditu dla poszczególnych oddziałów oraz funkcji centralnej powinien być obliczony zgodnie z punktem 8.

11. Dokumenty certyfikacyjne i znak certyfikacji  
Certyfikowanej organizacji przysługuje prawo do stosowania znaku certyfikacji zgodnie z zasadami zawartymi w umowie zaświadczenie usług certyfikacyjnych. Podczas auditów w nadzorze i ponownej certyfikacji Auditor zawsze sprawdza prawidłowość stosowania i wykorzystywania Znaku Certyfikacji. Stosowanie Znaku Certyfikacji przez certyfikowaną organizację jest nieodpłatne.
Dokumenty certyfikacyjne

Pomorskie Centrum Certyfikacji Sp. z o.o. po podjęciu pozytywnej decyzji dotyczącej udzielenia certyfikacji systemu zarządzania, wydaje stosowny dokument certyfikacyjny. Dokument ten (certyfikat) zawiera następujące informacje: 

• nazwa Klienta wraz z lokalizacjami, których certyfikacja dotyczy, 

• data decyzji w sprawie udzielenia, rozszerzenia lub ograniczenia, przedłużenia certyfikacji, 

• data ważności certyfikacji, 

• niepowtarzalny kod identyfikacyjny, na który składa się: numer klienta/rok wydania certyfikatu/edycja certyfikatu 

• norma na którą system jest certyfikowany, 

• zakres certyfikacji, 

• nazwa, adres i znak jednostki nadającej certyfikat.

• W przypadku organizacji wielooddziałowej –  dokument certyfikacyjny zawiera zakres certyfikacji oraz oddziały/osoby prawne poddane auditowi i certyfikowane przez PCC Sp. z o.o. 

• Dokument certyfikacyjny wystawiony dla ISMS  dodatkowo zawiera wersję Deklaracji Stosowania.

• Zmiana w Deklaracji Stosowania, która nie zmienia zakresu zabezpieczeń w zakresie certyfikacji, nie wymaga aktualizacji dokumentów certyfikacyjnych. Jeśli żadna działalność organizacji w ramach zakresu certyfikacji nie jest prowadzona w zdefiniowanej fizycznej lokalizacji, dokument(y) certyfikacyjne powinny stwierdzać, że wszystkie działania organizacji są prowadzone zdalnie. Dokumenty certyfikacyjne mogą uwzględniać normy specyficzne dla sektora. 

• Dokumenty certyfikacyjne mogą odnosić się do krajowych i międzynarodowych norm tylko wtedy, gdy: 

a) organizacja porównała wszystkie swoje niezbędne zabezpieczenia z zabezpieczeniami zawartymi w źródłach referencyjnych, aby określić, że przypadkowo nie pominęła żadnego zabezpieczenia, zgodnie z ISO/IEC 27001:2022, pkt 6.1.3 c); 

b) uzasadnienie wyłączeń zabezpieczeń referencyjnych zostało zawarte w Deklaracji Stosowania (SoA), zgodnie z ISO/IEC 27001:2022, pkt 6.1.3 d). 

• Referencyjne normy zabezpieczeń mogą opierać się na ISO/IEC 27001:2022, Załącznik A, lub innych norm obejmujących zabezpieczenia bezpieczeństwa informacji. Dokumenty certyfikacyjne powinny stwierdzać, że zestaw(y) zabezpieczeń zastosowany(e) w SoA jest/są używany(e) wyłącznie w celu określenia zasadności włączenia lub wyłączenia zabezpieczeń w ISMS i nie jest/są stosowany(e) do oceny zgodności.

W przypadku uzyskania akredytacji w danej branży i programie, dokument certyfikacyjny zawierać będzie także symbol akredytacji. Na życzenie Klienta, istnieje również możliwość umieszczenia logo firmy.

W przypadku wydania zmienionego dokumentu, będzie się on wyróżniać od tych nieaktualnych, nastąpi zmiana numeru certyfikatu, a dokładniej cyfry określającej numer edycji.

Dokumenty certyfikacyjne podpisuje osoba, której zostały powierzone takie obowiązki.. Dokumenty certyfikacyjne (np. raport z auditu, certyfikat), dostarczane są Klientowi                       w terminach zgodnych z zapisami zawartymi w umowie na certyfikację oraz zgodnie                        z obowiązującymi procedurami dotyczącymi auditowania Klientów. Dokumenty certyfikacyjne Klient otrzymuje najczęściej za pośrednictwem Poczty Polskiej i/lub w inny dogodny i skuteczny sposób. Raport z auditu, który stanowi własność Pomorskiego Centrum Certyfikacji Sp. z o.o. 

� Za poważny incydent w obszarze BHP uznaje się wypadek. Zgodnie z art. 3 ust. 1 ustawy z dnia 30 października 2002 r. o ubezpieczeniu społecznym z tytułu wypadków przy pracy i chorób zawodowych (Dz. U. z 2017 r. poz. 1773, z późn. zm.). Za wypadek przy pracy uważa się nagłe zdarzenie wywołane przyczyną zewnętrzną powodujące uraz lub śmierć, które nastąpiło w związku z pracą:


podczas lub w związku z wykonywaniem przez pracownika zwykłych czynności lub poleceń przełożonych;


podczas lub w związku z wykonywaniem przez pracownika czynności na rzecz pracodawcy, nawet bez polecenia;


w czasie pozostawania pracownika w dyspozycji pracodawcy w drodze między siedzibą pracodawcy a miejscem wykonywania obowiązku wynikającego ze stosunku pracy.


Określone zdarzenie może być zakwalifikowane jako wypadek przy pracy jedynie wówczas, gdy spełnia równocześnie wszystkie warunki podane definicji.


�Wypadek śmiertelny


Zgodnie z art. 3 ust. 4 ustawy z dnia 30 października 2002 r. o ubezpieczeniu społecznym z tytułu wypadków przy pracy i chorób zawodowych (Dz. U. z 2017 r. poz. 1773, z późn. zm.) - za śmiertelny wypadek przy pracy uważa się wypadek, w wyniku którego nastąpiła śmierć poszkodowanego w okresie nieprzekraczającym 6 miesięcy od wypadku.


Ciężki wypadek


Zgodnie z art. 3 ust. 5 ustawy z dnia 30 października 2002 r. o ubezpieczeniu społecznym z tytułu wypadków przy pracy i chorób zawodowych (Dz. U. z 2017 r. poz. 1773, z późn. zm.) - za ciężki wypadek przy pracy uważa się wypadek, w wyniku którego nastąpiło ciężkie uszkodzenie ciała, takie jak: utrata wzroku, słuchu, mowy, zdolności rozrodczej lub inne uszkodzenie ciała albo rozstrój zdrowia, naruszające podstawowe funkcje organizmu, a także choroba nieuleczalna lub zagrażająca życiu, trwała choroba psychiczna, całkowita lub częściowa niezdolność do pracy w zawodzie albo trwałe, istotne zeszpecenie lub zniekształcenie ciała.
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